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Introduction

Thank you for purchasing a Moxa V2616A panel computer running the Windows 7 Embedded operating system.

The Windows 7 Embedded OS provides a simple and familiar development environment for a variety of
industrial applications.

O Software Components
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Software Components

The following software components of the Windows Embedded Standard 7 OS come pre-installed on the
V2616A computer.

Windows Embedded Standard 7

Core OS:

¢ 32-bit support

¢ Remote Client

e Remote Procedure Call

Applications and Services Development:
¢ .Net Framework 3.5

e Remote Desktop Protocol 7.1

e COM OLE Application Support

e COM+ Application Support

e MSMQ

Internet Services:

e Internet Explorer 8.0

¢ IIS 7.0

File Systems and Data Store:

e Windows Data Access Components

e Windows Backup and Restore
Diagnostics:

e Common Diagnostic Tools

¢ Problem Reports and Solutions

Fonts: Chinese (Trad. and Simp.), Japanese, Korean, Western, Middle Eastern, South East Asian, and South
Asian Fonts

Graphics and Multimedia:

e MPEG DTV-DVD Audio Decoder (MPEG-2, AAC)
e MPEG Layer-3 Audio Codecs(MP3)

e MPEG4 Decoder

e Windows Media Video VC-1 (WMV) Codecs
¢ DirectX and Windows Device Experience

e Windows Media Player 12

International:

e IME Simplified Chinese Support

e IME Traditional Chinese Support

¢ IME Japanese Support

e IME Korean Support

Management:

e Group Policy Management

e Windows Management Instrument (WMI)
¢ Windows Update

1-2
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Networking:

¢ Extensible Authentication Protocol (EAP)
¢ Internet Authentication Service

» Telnet Server

¢ Bluetooth

e Domain Services

* Network Access Protection

¢ Network and Sharing Center

¢ Quality of Service

e Remote Access Service (RAS)

e Telephony API Client

e Windows Firewall

e Wireless Networking

Security:

¢ Credential Roaming Service

¢ Credentials and Certificate Management
e Windows Authorization Manager (AZMAN)
e Windows Security Center

¢ Active Directory Rights Management

e Security Base

¢ Encrypted File System (EFS)
Embedded Features:

e Enhanced Write Filter (EWF)

e File-Based Write Filter (FBWF)

¢ Message Box Default Reply

e Registry Filter

e WSDAPI for .NET

Embedded Self-Health Diagnostic Software: SNMP-based remote scripting layer for monitoring, reporting,
and control

1-3
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System Initialization

In this chapter, we describe how to initialize the system settings on the V2616A computer when booting up for

the first time.

The following topics are covered in this chapter:

O Overview

» Initializing User Settings
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Overview

As with most laptop computers, you need to select a user name and create a user account to enable the
embedded computer to work. Take the following steps to do this:

Initializing User Settings

1. When you boot up the embedded computer for the first time, enter a user name for the computer.

@ o SetUpWindows

£7 Windows Embedded
Standard 7

Choose a user name for your account, Your computer's name is managed by your organization’s
system administrator.

Type 2 user name (for example, John):

Copyright @ 2010 Microsoft Corporation. All ights

2. Typein a password, and then retype the password. You may also type a password hint that you can refer

to if you forget your password. If you do not want to set a password, leave all three fields blank. Click Next
to continue.

@ o SetUp Windows

Set a password for your account

precaution that helps protect yo

ssword is o smart security your user account from
unwanted users, Be sure to remember your password or keep it in a safe place.

Type a password (recommended):
Retype your password:

Type 2 password hint:

Choose a word or phrase that helps you remember your password,
I you forget your password, Windows will show you your hint.
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3. Select a windows update option.

€5 o1 setUpiindous

Help protect your computer and improve Windows automatically

Use recommended settings
Tnstal updtes, help mak: safer check

online for solutions to problems, and help Microsoft improve Windows.

@ Install important updates only

Only install security updates and other important updates for Windows.

@ Ask me later
Until you decide, your computer might be vulnerable to security threats.

Leam more sbout each option

When you istall updates only, is sent to
Microsoft. The information is not used to identify you or contact you. To turn off these settings
later, search for "Turn off recommended setting'in Help and Support. Read the privacy statement

4. Select the computer’s current location. Windows will automatically apply the correct network settings based

on the type of network you select.

e o SetUp Windows

Select your computer's current location

This computer is connected to a network. Windows will automatically apply the correct network
settings based on the network's location.

Home network
I all the computers on this network are at your home, and you recognize them, thisisa

trusted home network. Don't choose this for public places such as coffee shops or
airports.

Work network

I all the computers on this network are at your workplace, and you recognize them, this
is a trusted work network. Don't choose this for public places such as coffee shops or
airports.

Public network
I you don't recognize all the computers on the network (for example, you'rein a coffee

shop or airport, oryou thisisa

I you aren' sure, select Public network.
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5. At this point, you can start using your V2616A embedded computer.

2-4
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Configuring the Serial Interface

In this chapter, we describe how to configure the V2616A’s serial interface.
The following topics are covered in this chapter:

O Overview

O Configuring the Serial Interface Mode
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Overview

The V2616A supports the following serial modes: RS-232, RS-485-2-wire, and RS-422/485-4-wire. These
modes can be configured as either COM1 or COM2.

Configuring the Serial Interface Mode

Take the following steps to configure the serial interface mode:

1. Open Device Manager and right-click MOXA CP-102E Series (PCI Express Bus), which is located under
Multi-port serial adapters.

-
= Device Manager EE

File Action View Help
@@= = E|

45 WINDOWS-BLOHHTR
» {8 Computer

8| 2% B

-y Disk drives

» B Display adapters

» % Human Interface Devices

' » g IDE ATA/ATAPI controllers

» 22 Keyboards

» Bl Monitors

<& MOXA Embedded Drivers

IA--‘:E Multi-port serial adapters

I ‘i’ MOXA CP-102E Series (PCI Express Bus)
Metwark adapters

4.7F Ports [COM & LPT)

i .TF MOXA Communication Port 1 (CONL)
: 5 MOXA Communication Port 2 (COM2)
> |58 Processors

» ¥ Ramdisk

»-%| Sound, video and game controllers

»-JM System devices

>~ Universal Serial Bus controllers

2. Select Properties.

'ﬁ Device Manager W=k

File Action Yiew Help
e =6 0w

425 WINDOWS-BLDHHTR
» /M Computer
» g Disk drives
» B Display adapters
L Human Interface Devices

| B s

>
| » g IDE ATA/ATAPI controllers

» 22 Keyboards

» Bl Monitors

» ¥ MOXA Embedded Drivers

a-" Multi-port serial adapters

-7 MOxaFRinac nrrL. o

H b

5P Metwork a Update Driver Software...

ST

475 Ports (CO Disable

§OSTFMOXA Uninstal

LT moxal

> JE¥ Processor: Scan for hardware changes

» ¥ Ramdisk a——

»-%| Sound, vi roperties

»-{M System devices

o i Universal Serial Bus controllers

Opens property sheet for the current selection.
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Configuring the Serial Interface

3. Click the Ports Configuration tab and select the COM port you would like to configure (e.g., COM1) and
then click Port Setting.

MOXA CP-102E Series (PCI Express Bus) Properties

|t

- Ports Corfiguration | Driver I Details | Resources

f Hebp |

Port | COM Mo, | BxFIFD Level | TxFIFO Level | Inteface Termination Resistor
COM 1 High
2 COM 2 High High R5-232 Dizable
Part Infa Part Setting

Cancel

4,
Port 1 I =
Port Nurnber COM1 [cument] hd
¥ &uto Enumerating COM Mumber
Fix FIFO Lewvel IHiQh 'l
v Set the change to all ports
TxFIFO Level IHigh 'l
¥ Set the change to all ports
Interface IHS-232 Vl
[V Set the ch R5-427
R5-485 2w
Termination Resistor 5450
[¥ Set the change to all ports

o |

Cancel |

5. Check to make sure that the serial interface is correct.

MOXA CP-102E Series (PCI Express Bus) Properties

28|

General | Ports Configuration | Driver I Details | H&sourcesl

Part

2 COM 2 High

l Help |

COM Mo. | R= FIFO Level | T=FIFO Level | Interface Termination B esiztar

High RS-422 Dizable

PBart Info

* Part Sefting

[ ok

| [ Ganesl
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Select the serial mode you would like to use from the Interface dropdown box.
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Enabling Embedded Filters

In this chapter, we describe how to enable the V2616A’s embedded filters.
The following topics are covered in this chapter:

O Enhanced Write Filter

» Overview

» Enabling Enhanced Write Filter

» Committing Data and/or Disabling EWF
O File-Based Write Filter

Overview

\4

Configuring File-Based Write Filter

\4

Excluding Files from FBWF Protection

A\

Managing Temporary Files Cached in the Overlay
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Enhanced Write Filter

Overview

Enhanced Write Filter (EWF) provides a means for protecting a volume from unauthorized writes by making the
main OS drive a write-protected volume, effectively making the system a read-only system for most users. This
gives much stronger protection against malicious computer code like trojans, worms, and viruses.

Enhanced Write Filter (EWF) allows Windows 7 users to protect all of the data on their storage drive from
permanent changes of any sort, at the lowest level of hardware protection available: the bit level. EWF allows
the operating system (OS) to boot from the hard disk, but protects the system by creating a virtual file system
called an overlay. All writes to an EWF-protected volume (the hard disk, in Fig. 1) are only recorded on this
virtual overlay (the EWF Volume, in Fig. 1), which is stored independently in random access memory (RAM).
Because EWF does not write data directly to the hard disk but instead only records system writes to this virtual
RAM overlay, any data that is “written” during system operation will disappear upon the next re-boot. This
approach allows the system to operate as if it is writeable when in reality all OS and user-space file systems are
stored in a permanent, read-only state. If desired, the data written to the overlay can be committed to the
protected volume, but this requires additional setup and permissions that can only be granted by the
administrator. Refer to the following figure (from Microsoft) for an overview of the EWF structure.

File resd faite File readinite File readiarite

o e !

COFS NTFS FaT
2 . . |
2 L_rw ]
B EWWF Valume
Read i Read &
| Cc.umm'rt.

E.CD-HDrﬁ dass dhiver '-Dis}: dass driver -|~-
2 f i :
|Read

E|-Tarito Hardl oisk
COROM

For more detailed information about EWF configuration and usage, refer to any of the following resources:

e Visit Microsoft’s EWF Volume Configuration help pages.

e See Microsoft's EWF overview on the official Microsoft EWF help pages.
e See Microsoft’s detailed description of EWF modes on the EWF help pages.
e See Microsoft’s detailed description of the EWF API.

e For EWF commands, refer to the MSDN web site:
http://msdn.microsoft.com/en-us/library/ms940853%28v=winembedded.5%29.aspx
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Enabling Enhanced Write Filter

Follow these steps to enable Enhanced Write Filter:

1. To open the EWF control dialog, open the system tray (located in the lower right corner of the desktop) and
then right-click the padlock icon.

a iC: Dhsabled i
@ | Vo

Customize...

545PM |

b6/18/2013

||

2. Select the volume you wish to enable write-protection on by selecting the partition (A) in the Volume
Information dialog, and then pressing the Configure button (B) in the lower left section of the dialog.

Enhanced Write Filter: Overview (=]

Volume information

B RAM (Reg) Disabled Mo command

Show volume details. ..

HORM information Overlay information
HORM state: Disably Overlay size:

Space available:

Configure... Show overlay details. ..

Cloze

4-3
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3. After opening the configuration dialog, select Enable from the Pending command dropdown list and then
click OK.

Enhanced Write Filter
Configuration

MName Qverlay Type State Pending Command
C: RAM (Reg) Disabled Enable

Pending command:

[ HORM support

[ ok || cance || spply |[ Hep

Reboot the system.

After logging in to the desktop environment, open the system tray (located in the lower right corner of the
desktop) and check to verify that the padlock icon now shows that the drive volume is locked down with
EWF.

6:13 PM
6/18/2013

4-4
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Committing Data and/or Disabling EWF

When EWF is enabled on a drive, you will need to use a special process to write data to the hard drive. Writing
data to the drive in this situation is called a Commit. Note that you must have administrator privileges to
commit data to the drive.

1. Open the EWF control dialog by right-clicking on the padlocked drive in the system tray (located in the lower
right corner of the desktop).

a8

2. Once the EWF control dialog is open, select the drive you wish to operate on, and then click the Configure
button in the lower left corner of the window to open the EWF Configuration page.

Enhanced Write Filter: Overview IEI

Volume information

Mame Overlay Type State Pending Command
[ RAM (Reg) Enabled Mo command

Show volume details. ..

HORM information CQverlay information
HORM state: Disabled Overlay size:

Space available:

[ Configure... ] Show averlay details. ..

Close

3. Once the EWF control dialog is open, select the drive you wish to operate on from the upper window of the
dialog, and then click on the Pending Command drop-down menu below. There are four choices:
No Command
Disable: Disables EWF on the selected drive. Be aware that the system will automatically reboot if you
select this command.
Commit: Writes all current changes to the system data to the hard drive.
Commit and Disable Live: Writes all current data and changes to the system, and also turns off EWF on
the selected drive (so that all future data and system changes will also be committed to the drive, as well).
Selecting this option will NOT automatically reboot your system.

4-5
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R —

Enhanced Write Filter @
Configuration
M fatr= Ton, % Dﬂ—n-linn Commend
r [ RAM (Reg) Enabled No command
Pending command: | Mo command A
No command
Disable
Commit
Commit and disable live
|:| HORM suppart
o) (o [ s

For more detailed descriptions of these commands, please refer to the Microsoft website shown below:

http://msdn.microsoft.com/en-us/library/ff794092(v=winembedded.60).aspx

File-Based Write Filter

Overview

This section describes how to use the File-Based Writer Filter (FBWF). Note that when Enhanced Writer Filter is
enabled, the File-Based Writer Filter function will not work.

According to Microsoft:

“File-Based Write Filter (FBWF) allows the Windows Embedded platform to maintain the appearance of read
and write access on write-sensitive or read-only storage. FBWF makes read and write access transparent to
applications.

Writing to storage media may be undesirable or impossible in embedded devices. FBWF redirects all writes
targeted for protected volumes to a RAM cache called an overlay. Used in this context, an overlay is similar to
a transparency overlay on an overhead projector. Any change made to the overlay affects the picture as seen
in the aggregate, but if the overlay is removed, the underlying picture remains unchanged.”

FBWF supports an advanced ESF feature, which allows users to specify which directory to write data to. The
default directory is c:\temp. The advanced feature allows you can read/write data to disk without committing
an action.

4-6
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Configuring File-Based Write Filter

Take the following steps to enable the File-Based Write Filter (FBWF). Keep in mind that although FBWF and
EWF may both be enabled on the same machine, FBWF cannot protect a volume also protected by EWF.
Similarly, EWF cannot protect a volume also protected by FBWF.

1. To open the FBWF overview window, open the system tray (located in the lower right corner of the desktop)
and right-click on the padlock icon.
NOTE: When disabled, the icons for EWF and FBWF are identical. After the dialog opens be sure to verify
that you have opened the correct window.

2. When the overview window opens, you will receive a quick report on the current FBWF configuration. The
screenshot shows what it will look like before it is enabled. To continue with the setup, click the Configure
button

File Based Write Filter: Overview ==

Current  After restart
State Dizabled Disabled
Cache compression  Disabled Disabled
Cache pre-allocation Disabled Disabled
Cache threshold 128MEB 128 MB
Protected volumes

Show exdusion list... [ Configure...

Show cache content...

Runtime information:

RAM used for directory structure: 0 bytes

RAM used for file data: 0 bytes

Close

4-7
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3. The FBWF configuration window is considerably more complicated than the EWF setup. To enable FBWF
protection on your main storage drive, you will need to enable the filter by ticking Filter state enabled (A)
and Cache pre-allocation enabled (B). Next, select the drive you want to protect from the Volume
Configuration menu (C) and then click on the Protect button. Finally, click on Apply (E), or OK to set the

FBWF configuration.

Cache compression can be used on the overlay cache to minimize the amount of memory used. Cache
compression decreases performance when accessing protected volumes, and cannot be used with
pre-allocation. Cache pre-allocation sets the memory space available for the overlay cache when the
system starts up, instead of adjusting it as needed. It cannot be used with cache compression. The cache
threshold specifies the amount of memory that can be used by the write filter for the overlay cache. The
default value and size limits for the overlay cache vary by operating system.

A e Filter

cusion List | C Ent

ratidg

Filter configu
Filter state enabled

urrently: Disabled

Cache compression effabled

I Cache pre-allocation enabled I Currently:

Cache threshaold:

Wolume configuration

128 = MB C

Volumes State

After reboot

C: Unprotected  Unprotected

[ ok

J [ Cancel ’ Apply

’ Help

Reboot the system.

Once again, open the system tray (located in the lower right corner of the desktop) and verify that the
padlock icon now shows that FBWF is enabled. The icon should have changed to a padlock displaying the
number 10, as shown in the figure at right.

Protected:
C:
B 4| =
=,
&
Customize...
A [
A
b/ 1A

4-8
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Excluding Files from FBWF Protection

1.

to the configuration interface.

Click on the FBWF icon (in the desktop systray) to open the Overview dialog. Click on Configure to switch

File Bazed Write Filter: Overview

(el

Current  After restart
State Enabled Enabled
Cache compression  Disabled Disabled
Cache pre-allocation Enabled Enabled
Cache threshold 128MB 123 MB
Protected volumes  C: C:
[ Show exdusion list... Configure...

[ Show cache content...

Runtime information:

RAM used for directory structure:

RAM used for file data:

8.47 MB

13.5MB

Close

2. Click on the Exclusion List tab. Make sure the correct drive volume is shown in the dropdown menu labeled
Volume name; if not, select the correct volume from the dropdown menu.
Next, you must select the file path you wish to exclude from FBWF protection; doing so will allow the drive
to write to the selected files and directories, so be careful. You may indicate an entire section of the file tree
by selecting an entire file path, or you may select individual files.
To select individual files, click on the Browse button (marked with ellipses, in the lower right corner, as
shown below) to open a Windows Explorer interface.

File Based Write Filter

-Conﬁgurat'on Exdusion List | Cache Content

==

Volume name:

Path

Add path: c\temp

4-9
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3. Navigate to the file(s) you wish to exclude from FBWF protection, select the file, and then click Open to
enter the path into the exclusion dialog. Windows Explorer will be closed, and you will be returned to the
Exclusion List interface shown in step 2.

] wsemisetup.dil

Add exclusion list entry @
S
@uvl + Computer + OS(C) » Windows » Syster32 * -4
Organize v New folder =~ O @
C
¢ Favorites | blame Date modified Type *
o — . A
B Desktop %] wscapidll 11/20/201012:21 ... Applic
& Downloads %] wscinterop.dll 7/14/20091:16 AM  Applic
] Recent Places 1% wcisvif.dil 7/14/20091:16 AM  Applic

7/14/2009 1:16 AM  Applic

4 Libraries siv— - —
%] Decuments = @ wscript 7/14/20091:14 AM  Applic
J? Music == —
[ Pictures (%] wscui.cpl 7/14/20091:14 AM  Contre
52 Videos %] WSDApi.dIl 12/10/20106:16 PM  Applic
%] wsdchngr.dil 11/20/20101221 .. Applic
/8 Computer 2] WSDEWSProxy.DLL /2009116 AM  Applic[ ]
% WSDMen.dil 7/14/20091:16 AM Applic ~
€ Network (0] m | L

File name: wscript

-

4. You should now see the file or file path you selected for exclusion listed in the Add Path dialog, at the
bottom of the Exclusion List tab. Click the add button (+) to add the path or file to the exclusion list.

File Based Write Filter

Exdusion List | Cache Content

==l

Path

‘Regfdata Exduded until reboot

I Add path: Windows\System32\wscript.exe BI Undo

[ 0K ][ Cancel ] Apply

5. After adding a file or path to the exclusion list, you should see it listed in the Path window. If the file does

not appear, then it has not yet been added.

Exdusion List | Cache Content

File Based Write Filter (==

Path

‘Regfdata Exduded until reboot
Windows\System32\wscript.exe Exduded after reboot

Add path: Windows\System32\wscript. exe

D Undo

O ] [ Cancel ] [ Apply ] [ Help
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6. Reboot the system for the changes to take effect.

Managing Temporary Files Cached in the Overlay

1. On the Cached Content tab, you will see all the files currently cached in the RAM overlay. Three commands

are available:

Commit will save a file from the cache to permanent storage, deleting the file from the overlay and

overwriting the original.

Restore will return the file to its original state, removing it from the overlay cache and discarding the
changes that caused it to be added to the cache.
Add to exclusion list adds the file to the exclusion list after the next restart. Because this makes the file
read-only, if it is executed on the wrong file it may render your system or particular applications inoperable.

(X3

File Based Write Filter
| Configuration I Exclusion List| Cache Content |
Volume name:
Path Cache size
‘Bootthorm.dat 4,00 KB |i
linetpub\tempappPools\APC74D2, tmp 72.0KB
Wsers. .. \ExplorerStartuplog_RunOnce.et 16.0 KB
... \1b4dd67f29cb 1962, automaticDestina. .. 12.0KB
... \b3f13480c2755ae. automaticDestinat. .. 28.0KB
... \W2406WEST_FBWFManagementTool_Oper... 4.00 KB
... \W2406WEST_FBWFManagementTool_Oper... 4.00 KB
... \W2408WES7_FBWFManagementTool_Oper... 4.00KB
... \W2406WEST_FBWFManagementTool_Oper... 4.00 KB
... \W2406WEST_FBWFManagementTool_Oper... 4.00 KB i
I 5t Comr

2. The most common usage of the Cache Content filter will likely be to permanently write content to the hard
drive. To do this, select the file you wish to write to permanent memory and click on the commit button.
This will delete the file from the cached overlay and replace the current file in permanent storage with the

modified cache file.

Keep in mind that committing a configuration or application file will permanently alter the setup and/or
performance of the application or system.

File Based Write Filter (==
| Configuration | Exdusion List| Cache Content |
Volume name:
Dot Falr= " 3
... \W2408WES7_FBWFManagementTool_Oper... 4.00 KB |_|J
. anagementl ool_Uper...
. W2406WES7_FBWFManagementTool_Oper... 4,00 KB
... \W2406WES7_FBWFManagementTool_Oper... 4,00 KB
... \W2408WES7_FBWFManagementTool_Oper... 4,00 KB
... \W2406WES7_FBWFManagementTool_Oper... 938 KB
. W2406WES7_FBWFManagementTool_Oper... 15.0 KB
... \W2406WES7_FBWFManagementTool_Oper... 43.0 KB
... \W2408WES7_FBWFManagementTool_Oper... 16.0KE
] |' 1 . "
[ Add to exdusion list ] [ Restore I Commit
) Lo ] [ a0
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For more details about FBWF configuration and usage, check the Microsoft help file that came with your
computer, or check the following websites:

Go to Microsoft's FBWF Installation and Configuration help pages.

Go to Microsoft's FBWF overview on the official Microsoft FBWF help pages.
Go to Microsoft's detailed description of FBWF features on the FBWF help pages.

Go to Microsoft’s detailed description of the FBWF API.
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http://msdn.microsoft.com/en-us/library/aa940922(v=winembedded.5).aspx
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http://msdn.microsoft.com/en-us/library/aa940921(v=winembedded.5).aspx
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5

Moxa Diagnostic Package

In this chapter, we describe the software package that can be used to monitor the system status of the V2616A
computer.

The following topics are covered in this chapter:

O Installing Moxa Diagnostic Utility
O Using Moxa Diagnostic Utility
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Installing Moxa Diagnostic Utility

To use Moxa Diagnostic Utility on the V2616A computer, you first need to install the Moxa Diagnostic package.
Take the following steps to install the Moxa Diagnostic package.

1. Double click mxDiagnosticTool.msi under Utility folder under <software DVD>\utility\mxdiagnostic\.

2. Click Next to continue.

1’{‘}' Moxa Predictive Maintenance Diagnostic Tocl

YWelcome to the Moxa Predictive Maintenance
Diagnostic Tool Setup Wizard

The inztaller will guide you through the steps required to install Maoxa Predictive Maintenance
Diagnostic Tool on your computer.

WARMING: Thiz computer program iz protected by copyright law and international treaties.
Unauthaorized duplication or distribution of thiz pragram, or any partion of it, may result in sesvene civil
aor criminal penalties, and will be prozecuted to the maximumn extent possible under the law.

3. Select the folder in which you want to install the package, or simply click Next to use the default folder.

ﬁ! Moxa Predictive Maintenance Diagnostic Tou!__

Select Installation Folder

The installer will install Moxa Predictive Maintenance Diagnostic Toal to the following folder.

Toinztall in this folder, click "Mext". To install to a different folder, enter it below or click "Browse".

Folder:
CAProgram Files'\M O oxa Predictive Maintenance Diagnostic Tc [ Browse. .. ]

| DiskCost. |

Install Moa Predictive Maintenance Diagnostic Tool for yourself, or for anyone whao uses this
computer:

@ Everyone

) Just me

Cancel ] [ < Back ] [ Meut »
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4. Click Next to continue.

]

Confirm Installation

The installer iz ready to install Moxa Predictive taintenance Diagnostic Tool an your computer.

Click “Mext" ta start the installation,

Cancel ] [ < Back ] [ Ment »

5. Click Close to continue.

%) Moxa Predictive Maintenance Diagnostic Toc

Installation Complete

b aoxa Predictive Maintenance Diagnostic Tool has been successfully installed.

Click "Close" to exit.

Fleaze use Windows Update to check for any critical updates to the MET Framework.

5-3



V2616A W7E Series

Moxa Diagnostic Package

Using Moxa Diagnostic Utility

In this section we describe how to use the Moxa Diagnostic Utility on the V2616A computer.

1.

Click Moxa Predictive Maintenance Diagnostic Tool under <All Programs> \Moxa\Moxa Predictive

Maintenance Diagnostic Tool\.
(@ Default Programs

& Desktop Gadget Gallery

@ Intemnet Explorer moxa
= Windows Fax and Scan
WD Windows Media Player Documents
1 Windows Update
< XPS Viewer Pictures
| Accessories
! Intel

Music

. Maintenance
Computer

Moxa
J Moxa Hot Swap Function For Disk Drivd
|| Moxa Predictive Maintenance Diagnost]

F] Moxa Predictive Maintenance Diagnostic Tool |

\\\\\\\\ 'and Printers
. Startup

| Subsystem for UNIX-based Applications

trol Panel

Defauit Programs
Help and Support

Windows Security
4 Back

|search programs and files

2. The first tab shows the current value and threshold value of the CPU temperature and system temperature.
When the current temperature goes over the threshold value, the status will change to a warning and the
change in status will be logged.

4.

s s pesyen el s s pespeT)E

SystemTemperature | SystemVoltage | SystemFrequency | SystemResource | Settings

Threshold

ltem Name Value

CPU Temperature | EE

System Temperat... |80

Click Yes to save the setting

Confirm ——

Sx0)

Threshold value has been changed, do you want to save it?
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5. Click the System Voltage tab to see the current system voltages.

a-l Moxa Predictive Maintenance Diagnastic Tox

OO 0000000 O O T oo

Threshold Curmrent
Value Voltage

NOTE V_CPU = Voltage for processor core
VTT_CPU = Voltage for L3 shared cache, memory controller, and processor I/O power rail (Uncore)
VCCSA_CPU = Voltage for CPU System Agent
V1_0_5 = (VCCIO) = Voltage for processor uncore
V5_0 = Voltage for other chips

6. Click the System Frequency tab to see the current system frequency.

ce Liagnostic 1o

lussmmspmnpenpalnusanpeniengs

1| _

System Temperature | SystemVoltage
| tem Name Threshold

Value

L0 O OO i O e
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8. Click the Settings tab to set the polling interval and log options.

LU OO OO oo O T e

System Temperature | SystemVoltage | SystemFrequency | SystemResource |; Sefting

Polling Interval : m (seconds)

Enable Log

Log 12510y C-\Program Files\Moxa'Maxa Predictive Maintenance Diagnostic Tool\Log SelectFile

9. To save the settings, click Apply.
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Moxa Disk Hot Swap Package

In this chapter, we describe the software package than can be used to easily control and monitor the disk
hot-swap function on V2616A computers.

The following topics are covered in this chapter:

O Installing the Moxa Disk Hot-Swap Package
O Configuring the Moxa Disk Hot-Swap Utility
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Installing the Moxa Disk Hot-Swap Package

To use the Moxa Disk Hot-Swap utility on the V2616A computer, you first need to install the Moxa Disk
Hot-Swap package. Take the following steps to install the Moxa Disk Hot-Swap package.

1. Double click mxDiskHotSwap.msi, located in the “Utility” folder under <software DVD>\utility\mxhtsp\
2. Click Next to continue.

4 Moxa Hot Swap Function For Disk Drive lil_ld_hj

Welcome to the Moxa Hot Swap Function For Dlsk_,
Drive Setup Wizard

The installer will guide you through the steps required to install Moxa Hot Swap Function For Disk.
Dirive ot wour computer.

WARMING: Thiz computer program is pratected by copyright law and international treaties.
Unautharized duplization ar distribution af this pragram, ar any partion of it may result o severe civil
or criminal penalties, and will be prosecuted to the maximum extent possible under the law.

Cancel < Back

3. Click Next

jﬁ! Maoxa Hot Swap Function For Disk Drive Iil_léj

Select Installation Folder

The inztaller will install Moka Hot Swap Function For Disk Drive to the following folder,

To install in this folder, chick "Mext". Toinstall to a different folder, enter it below or chick "Browse.

Fuolder:

C:AProgram Fileshh O\ oxa Hot Swap Function Far Disk Drivel Browse...
Dk, Coot...

Ingtall Mosa Hot Swap Function For Digk Drive for yourself, or for amyone who uses this computer:

@ Evenone

Just me

Cancel | | < Back | [ Meut »
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4. Click Next

ﬁ";! Moxa Hot Swap Function For Disk Drive

Confirm Installation

The installer is ready to install Mora Hot Swap Function For Disk. Drive on your computer.

Click "Mext'" to start the installation.

Cancel ] [ ¢ Back l [ I et »

5. Click Close to complete the package installation.

j§! Moxa Hot Swap Function For Disk Drive

Installation Complete

taxa Hot Swap Function For Disk Drive haz been succezsfully installed.

Click "Close" o exit.

Pleaze usze Windows Update to check for ary critical updates to the MET Frameworl,
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Configuring the Moxa Disk Hot-Swap Utility

You can now use the Moxa Disk Hot Swap utility to protect your disk from damage. In this chapter, we cover
configuration, custom actions, and the log function. After installing the Moxa Disk Hot-Swap Utility, you will
need to install the hard disks on the computer so that the utility can work.

1. Double click Moxa Hot Swap Function For Disk Drive under <All Programs> > Moxa -> Moxa Hot
Swap Function For Disk Drive.

= .
B Connectto a Projector ‘
7] Notepad

Paint i

B} Remote Desktop Connection

i Run Documents
1, Sound Recorder

@) Sync Center Pictures
3 Windows Explorer

[ WordPad s

Ease of Access
System Tools s
Windows PowerShell

Intel Control Panel
Maintenance

Devices and Printers
Moxa

Mora Hot Swap Function For Disk Drive| _|[RENPACSu—_

| Moxa Hot Swap Function For Disk Drive

Moxa Predictive Maintenance Diagnosti| [RRERTRR LAY
Startup
Subsystem for UNIX-based Applications  ~ (ERIPIISHE N

4 Back

(oo aifie 9] ‘ T

2. The tray icon will be loaded into the system tray, and the disk status will be monitored when a new disk is
inserted or the current disk is removed.

e

=, .
& 1§ Moxa Disk Hot Swap Function
]

a8

Customize...

Info A x
Disk 1 status: unplugged -> plugged

Info A x
Disk 1 status: plugged -> unplugged

R

3. If the log option is enabled, the actions will be logged under C:\Program Files\Moxa\Moxa Hot Swap
Function For Disk Drive\program\.
7 ) 2014-08-28 - Notepad . [ESRE= |

File Edit Format View Help

2014/04/28 21:16:13 Disk 1 status: plugged -> unplugged I
‘2014/04/28 21:16:28 Disk 1 status: plugged -> unplugged
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4. Right-click the icon and select Settings.

Customize...

CH P % '3 &

5. Alist of disks currently connected to the computer will be shown, along with the disk size and free space for
each disk. To edit the settings for a specific disk, select the disk and then click Edit Setting.

! Moxa Disk Hot Swap Application - . 2 [sE] [
Log Physical Disk Logical Disk Disk Size Free Disk Space

F MRCAJSA0 02G... (c ) wma) memen

CAN | ST5160821AS .. | (D:E:) | (76312MB 6331... | (6620MB 2715MB) |

The setting dialog includes the following tabs: Button Pressed, Disk Plugged, Disk Unplugged, and Disk
Usage. On the Button Pressed tab, you can specify which program will be executed when a button is
pressed. The default action will disconnect the disks in both slot A and slot B and cause the LED to blink
three times per second.

& Mxhtsp Setting - N =

LT D ERIMRC AJSAD D8GN1CAID0 SCSI Disk Device

Button Pressed | Disk Plugged | Disk Unplugged | Disk Usage |

Custom Action

) Default Action  (t will blink the LED three times)

| @ Custom Action  C:\testProgram2 exe
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6. On the Disk Plugged tab, you can select the default action or enter a custom action. If you choose Custom
Action, click Browse to select which program will be executed.

w Mxhtsp Setting - e =a e — <

Physical Drive : MRCAJ5AD 08GN1CAI00 SCSI Disk Device

Button Pressed | Disk Plugged || Disk Unplugged | Disk Usage |

Custom Action

) Default Action (It will blink the LED three times)

| @ Custom Action  C:\testProgram2.exe

7. On the Disk Unplugged tab, you can select the default action or enter a custom action. If you choose
Custom Action, click Browse to select which program will be executed.

ot Mxhtsp Setting . e e =t <

Physical Drive : MRCAJ5AD 08GN1CAI00 SCSI Disk Device

| Button Pressed | Disk Plugged |[ Disk Unplugged || Disk Usage |

Custom Action

(© Defaut Action (it will blink the LED three times)

| @ Custom Action  C:\testProgram2.exe
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8. On the Disk Usage tab, you can select the default action or enter a custom action. If you choose Custom
Action, click Browse to select which program will be executed. Click Apply to save the settings.

o5 Muhtsp Setting e E@ﬂ

Physical Drive : MRCAJSAD 08GN1CAIDD SCSI Disk Device

Check Disk Usage Disk Usage Threshold : gp kA
Scan Interval © 50000 sec
Apply
Custom Action

@ Default Action

() Custom Action
1 i

9. Click Yes to apply the settings the next time you run the program.
s \
Confirm - — —m-l

It will apply the settings and take effect at next program start, are you sure?

Yes ] [ No
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Moxa SynMap Package

In this chapter, we describe the software package that can be used to easily control and monitor V2616A
computers.

The following topics are covered in this chapter:

O Moxa SynMap Package

» Overview

» Moxa SynMap OID List

Installing CrystalDiskInfo
Installing the Moxa SynMap Package
Installing MXview

Configuring MXview

Loading the Moxa SynMap MIB File
Loading the Host Resource MIB File
Using Moxa SynMap OIDs

Using HOST RESOURCE OIDs
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Moxa SynMap Package

Overview

SynMap is Moxa'’s revolutionary software virtualization tool, which adapts SNMP into a fully portable remote
procedure interface. SynMap allows engineers to automate remote processes using SNMP object identifiers
(OIDs) rather than device-specific addresses, making a scripted SynMap procedure fully interoperable with any
other SynMap device. This means that a script created for one SynMap device may be directly copied to another,
immediately conferring the same functionality. This eliminates the need to rewrite and compile code for newly
configured devices, significantly reducing maintenance and deployment times.

SNMP is lightweight and easy-to-configure, and has long been popular with IT professionals. SNMP also enjoys
comprehensive native support in high-level languages, including .NET, Java, Python, and Ruby. For these
reasons, the SynMap framework has re-purposed SNMP into a universal configuration and control interface for
remote procedures, adapting it to not only monitor and control device internals like temperature, BIOS
parameters, and local interfaces, but also to report on and automate tasks at the process layer, as well. Easily
integrated into any existing Network Management System (NMS), SynMap devices are a flexible and
cost-effective upgrade that returns obvious benefits to any IA network.

SynMap currently allows you to use SNMP for remote monitoring and control of a select set of computer
processes, but its list of features is rapidly growing. Using SynMap’s fully portable scripts, engineers will soon
be able to:

e Access, monitor, control, and report on digital I/O at both the process and hardware layers.
e Use OIDs to monitor, configure, and give process control over serial ports and other interfaces.

e Monitor and control system attributes and process events via any NMS.

e Build automated remote procedures using SynMap OIDs called by simple shell scripts, or a preferred
high-level language like Python, Perl, or VBScript—all without any need for low-level C APIs, or
platform-specific libraries.

e Significantly simplify and reduce development times for custom utilities and automated executables.

e Gain scripting and automation independence from OS-dependent libraries.

All of this may be achieved using the simple, reliable, and familiar SNMP, the easily accessible standard every
IT engineer knows. Discover how Moxa is expanding automation frontiers with the innovation we call SynMap.

Moxa SynMap OID List

Check Appendix A: Moxa SynMap OID Table to review a complete listing of Moxa SynMap OIDs.
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Installing CrystalDiskInfo

Take the following steps to install CrystalDiskInfo, a disk health diagnostics tool that allows you to monitor the
health of a disk.

1. Locate the folder <software DVD>\utility\mxsynmap\ and then click CrystalDiskInfo6_1_9a-en.exe.
2. After the welcome screen appears, click Next to continue.

Setup - CrystalDiskInfo E\ = \EI

Welcome to the CrystalDiskInfo
Setup Wizard

This will install CrystalDiskInfo 6.1.9a on your computer,

Itis recommended that you dose all other applications before
continuing.

Click Mext to continue, or Cancel to exit Setup.

[ Mext = J[ Cancel

3. Select I accept the agreement and then click Next.
ﬁ Setup - CrystalDiskinfo (o] @ '1

License Agreement
Please read the following important information before continuing.

Please read the following License Agreement. You must accept the terms of this
agreement before continuing with the installation.

A. CrystalDiskInfo - Simplified BSD License -
B. OpenCandy End User License Agreement

A, CrystalDiskInfo - Simplified BSD License

Copyright (c) 2008-2014 hiyohiyo. All rights reserved.

Redistribution and use in source and binary forms, with or without modification,
are permitted provided that the following conditions are met: Dt

© 1 accept the agreement;
_) 1 do not accept the agreement

<Back | Next> | [ conce
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4. Click Next.

" Setup - CrystalDiskinfo =l s

Select Destination Location
Where should CrystalDiskInfo be installed?

l Setup will install CrystalDiskInfo into the following folder.

To continue, didk Next. If you would like to select a different folder, dick Browse.,

C:\Program Files\CrystalDiskInfo Browse...

At least 6.3 MB of free disk space is required.
CrystalDiskInfo 6.1.9a

< Back ][ Mext = ][ Cancel ]

5. Click Next.
Setup - CrystalDiskInfo

Select Start Menu Folder
Where should Setup place the program's shortouts?

I Setup will create the program's shortcuts in the following Start Menu folder.

To continue, dick MNext. If you would like to select a different folder, dick Browse.

CrystalDiskInfo Browse...

[T Don't create a Start Menu folder
CrystalDiskInfo 6.1,9a

< Back ” Mext = l[ Cancel
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6. Click Next.

Setup - CrystalDiskInfo

Select Additional Tasks
Which additional tasks should be performed?

Select the additional tasks you would like Setup to perfarm while installing
CrystalDiskInfo, then dick Next.

Additional icons:

CrystalDiskInfo 6.1.95

< Back l[ Mext = ]’ Cancel

7. Click Install.

=1 Setup - CrystalDiskinfo

Ready to Install
Setup is now ready to begin installing CrystalDiskInfo on your computer,

Click Install to continue with the installation, or dick Back if you want to review or
change any settings.
Destination location: -
C:\Program Files\CrystalDiskInfo
Start Menu folder:
CrystalDiskInfo
Additional tasks:
Additional icons:
Create a desktop icon

[ <Back | mstal | [ cancel |
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8. Click Finish.
Setup - CrystalDiskInfo =N o =<

Completing the CrystalDiskInfo
Setup Wizard

Setup has finished installing CrystalDiskInfo on your computer,
The application may be launched by selecting the installed
icons.

Click Finish to exit Setup.

9. Put the shortcut in the startup folder to execute the program when system boots up.

Installing the Moxa SynMap Package

Before you install the Moxa SynMap Package, disable the Windows SNMP server. Complete the following steps:

1. From the Start menu, right-click Computer and select Manage.

Calculator

Documents

Pictures

Music

Manage

Map network drive...

Disconnect netwaork drive...

Show on Desktop

Rename

Properties

> AllPrograms

\ Search programs and files
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2. In the Computer Management screen, select Services under Service and Applications.

File Action View Help
@ED| bl Pmoo

_'&"\;omputerManagement(Loca\ .;J‘ Goidts Actions
4 ff} System Tools

Services
» (D) Task Scheduler SNMP Service Name Description  Status Startup Type
i [@] Event Viewer
» il Shared Folders Stop the service

»» d&/ Local Users and Groups| | Restart the service

Mare Actions

4 Remote Desktop ...  Remote Des... Manual

. Remote Desktop S... Allows user... Manual SNMP Service

» (@) Performance i Remote Desktop 5. Allows ther. Manual More Actions.
‘+:Remote Procedur... The RPCSS ... Automatic

& Device Manager . .
4 {3 Storage Enabrle: Simple Nehwaik ~:Remote Procedur...  InWindows... Manual

i=f Disk Management IManagement Protecol (SNMP) -
iy Services and Applications || requests to be pracessed by this “: RIP Listener Listensferr.. Started  Automatic
ntemet [nformation Sef| computer. If this service is stopped, % Routing and Rem...  Offers routi... Disabled

the computer will be unable to 75 RPC Endpoint Ma... ResolvesRP.. Started  Automatic
process SNMP requests, If this service

is disabled, any services that explicitly
b [ Message Queuing depend on it will fail to start. %% Secure Socket Tun... Provides su.. Msnual

& BB Indexing Service £ Security Accounts... Thestartup .. Sterted  Automatic
(. Security Center The WSCSV... Started Automatic (D..
% Server Supportsfil. Started  Automatic
% Shell Hardware De... Provides no.. Started Automatic
. Simple TCP/IP Ser... Supportsth.. Started  Automatic

4 Smart Card Manages ac... Manual

(% Remote Registry  Enables rem... Manusl

% Secondary Logon Enables star... Manual

3 ECEIVES tra...
% Software Protection  Enables the ... Automatic (D...
£ S5DP Discovery Discovers n...  Started Manual
Z: Superfetch Maintains a... Automatic
i/ System Event Neti.. Moniters sy... Started  Automatic
5 Task Scheduler Enables a us... Started Automatic
54 TCP/IP MetBIOS H... Providescu...  Started Automatic

< m ]

Extended 4 Standard /

3. In the Services pane, double-click SNMP Service.

4. In the SNMP Service Properties window, select Manual from the Startup type drop-down list and set the
Service status field to Stopped.

SMNMP Service Properties (Local Computer) ﬂ

General | Log On | Recovery | Agent | Traps | Security I Dependencies|

Service name:  SNMP

Diigplay name: SMNMP Service

Enables Simple Metwork Managemert Protocol -

Description:
b 'SNMP) requests to be processed by this computer.

Path to executable:
CAWindows'\ System 32 enmp exe

Help me configure service statup options.

I Service status:  Stopped I

Start Stop Pausze Resume

You can specify the start parameters that apply when you start the service
from here.

Start parameters:

[ ok [ concel |[ sy |

5. Click Apply and OK to disable the Windows SNMP service.
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Take the following steps to install the Moxa SynMap package.

1. Double click mxSynMap.msi, located in the following folder: <software DVD>\utility\mxsynmap\.

2. When the welcome screen appears, click Next to continue.

rﬁ Maoxa SynMap l — | |-“-‘3-]1

Welcome to the Moxa SynMap Setup Wizard .

The inztaller will guide pou through the steps required to install Moxa Synbdap on pour computer.

WARMIMG: Thiz computer program iz protected by copyright law and intermational treaties.
IInauthonzed duplication or distibution of this program, or any portion of it, may rezult in severe civil
ar criminal penalties, and will be prozecuted to the masimunm extent pozsible under the law.

Cancel < Back

3. Select the folder in which you would like to install the package, or click Next to install the package in the
default folder.

ri_’{‘ﬁ Moxa SynMap l = | |ﬁ

L

Select Installation Folder |_‘

The inztaller will inztall Mosa Synbd ap to the following folder.

Toinztall in thiz folder, click "Mext'. To install to a different folder, enter it below ar click "Browse".

Enlder:
C:4%Program FileshMOHbd \oxa Synkdaph | Browse... |
| DiskCost. |
Install Moxa SynMap for yourself, or for anyone who uses this computer:
@) Everyone
Juzt me
Cancel | | < Back | [ MHext >
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4. Click Next to continue.

14 Moxa SynMap [ — &J

Confirm Installation [_‘I

The ingtaller iz ready to inztall kMoxa Synkdap on your compter.

Click "Mext" to start the installation.

Carncel ] [ < Back ] | Hest »

5. Click OK to continue.

-

Met-SHMP Agent ==

[0] Met-SMMP Agent successfully registered as a service
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6. When finished, click Close to complete the installation.

ﬁ Maoxa SynMap [ = i&]

Installation Complete .l

koxa Synkdap haz been successiully inztalled.

Click. "Cloze" ta exit.

Fleaze use Windows pdate to check for any critical updates to the MET Framework.

Cancel < Back

b

7. When finished, you will need to restart the V2616A computer to start using the SNMP functionality. Click

Yes to reboot the system.
===
[ ]
I

'ou mugt regtart your spstem for the configuration changes made to Moxa Suntap to take
effect. Click ez to restart now or Mo if you plan to manually restart later.

ﬁ Moxa SynMap
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Installing MXview

In this section we demonstrate how to use the MIB browser (mxView) to monitor or control Moxa SynMap OIDs.
If you already have your own MIB browser, you can skip this section.

Follow these steps to install the MXview package.

1. Double click MXView_Trial_V2.3.exe, located in the following folder: <software
DVD>\utility\mxViewTrial. Click OK to continue.

Select Setup Language ‘ @

Select the language to use during the
installation:

[Engish -

2. Click Next to continue.

Welcome to the MXview Setup
Wizard

This will install MXview on your computer,

Itis recommended that you dose all other applications before
continuing.

Click Mext to continue, or Cancel to exit Setup,
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3. Select I accept the agreement and then click Next.

License Agreement
Please read the following important information before continuing.

Please read the following License Agreement. You must accept the terms of this
agreement before continuing with the installation.

MOXA FND-USER LICENSE AGRFEMENT
FOR MXview SOFTWARE

IMPORTANT: Please Read This Agreement Before Using The Software

Indicated Above.

Thiz End-User License Agresment (“EULAT) is a legal agreement betwesn yvou,
the Customer (zither as an individual or a single entity), and the Owner concerning
thiz special purpese (“System”) computer device that includes certain Crovner

mmFbarenmn smamdriabn P afbarinen’ T G nballad mun b e cnbninn Tanballioe  cmumr e ae

@ I accept the agreement
(71 I do not accept the agreement

[ < Back " Mext = ][ Cancel ]

4. Click Next to continue

MXview Trail Version License
License

Mxview license (20 Devices)

License
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5. Click Next to continue.
15 Setup - MXview

Select Destination Location
Where should M¥view be installed?

l Setup will install MXview into the following folder.

To continue, dick Mext, If you would like to select a different folder, dick Browse.,

t\Program FilesMoxa MXview Browse...

Atleast 77.9 MBE of free disk space is required.

| <gack || Next> || cancel |

6. Click Next to continue.
]i.:.EL Setup - MXview

Select Start Menu Folder
Where should Setup place the program's shortouts?

i Setup will create the program's shortouts in the following Start Menu folder.

To continue, dick Mext, If yvou would like to select a different folder, dick Browse.

m Browse,..

<Back | Mext> | [ cancel
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7. Click Next to continue.

Select Additional Tasks
Which additional tasks should be performed?

Select the additional tasks you would like Setup to perform while installing MXwview,
then dick Mext.

Additional icons:

Create a desktop icon!

[] Register MXview to the Windows service

[ < Back ][ Mext ][ Cancel ]

8. Click Install to continue.

Ready to Install
Setup is now ready to begin installing MXview on your computer,

Click Install to continue with the installation, or dick Badk if yvou want to review or
change any settings.

Destination location:
c:\Program FilesMoxaMiview

Start Menu folder:
Moxa

Additional tasks:
Additional icons:
Create a desktop icon
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9. Wait while the program is being installed.
15 Setup - MXview

Installing
Please wait while Setup installs MXview on your computer,

Extracting files...
c:\Program Files'MoxaMYXview'script\upgradeDB _traffic.sqgl

Set Service Parameters
Flease specify the server port settings.

Enable HTTF
Server IP
127.0.0.1

HTTPS Port
443
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11. Select Yes, restart the computer now and then click Finish to reboot the system

5 oo oo I ===

Completing the MXview Setup
Wizard

To complete the installation of M¥Xview, Setup must restart
your computer, Would you like to restart now?

@) ies, restart the computer nowi

Mo, I will restart the computer later

12. After the computer has rebooted, the MXview shortcut will appear on your desktop. Double-click the
MXview shortcut, and then refer to the next section for instructions on how to configure MxView.

7-16



V2616A W7E Series Moxa SynMap Package

Configuring MXview

Take the following steps to configure MXview:

1. Double click the MXview shortcut on the desktop.

2. Click Start to continue.

M¥view ver 2.3

MXview
CETRFEB  Industrial Network Management Software
Moxa Inc. All nghts reserved 2013,

Service |1nﬁ; |

HTTP Port | 81 [~ Disable HTTP port
HTTPS Fort |443 e |

System Status:  Stop

" | Launch Client | Stop & Quit

3. Wait until System Status changes to Running, and then click Launch Client.

MEview ver 2.3

MXview
T FER  Industrial Metwork Management Software
Moxa Inc. All nghts reserved 2013,

Service | Infa |
HTTP Port I 81 [T Disable HTTP port Skark |
HTTPS Port 443 Stop |

System Status:  Running

Launch Client I Stop & Quit |

4. MXview will invoke Internet Explorer. The first time Internet Explorer opens you will need to configure it.
Follow the instructions from Internet Explorer, as illustrated below.

OK

L I
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5. Click Next to continue.

6.

=[a x

ARl - cobos |||

i} Favorites | {5 €| Web Slice Gallery =

|@InternetExplorercannotdi;playthewebpage | | & v > [ I;é; v Page~w Safety> Tools~ ®v

Set Up Windows Internet Explorer & u

A

Welcome to Internet Explorer 8

Internet Explorer 8 helps you use the Internet even faster than before.

New features like search suggestions retrieve information as you type,
and Accelerators let you preview online services just by pointing your
mouse at them.

Learn about these new features and how to manage their settings

i Read the Internet Explorer Privacy Statement online [ Next I ’ Ack me later ]
Dene N — — — 100% -
Check No, don’t turn on, and then click Next to continue.
@ Rel¥iewy - Windows Internet Explorer EI@
k_,)'\_) |g, http:/flocalhostd 1 index_en htrn '| ] | ‘}‘ X | | Bing R 'l
fg Favorites | {:‘g Suggested Sites v @ | Web Slice Gallery =
|@ Miew |_| [T v [ mm v Pagew Iafetyv Toolsw @~

Set Up Windous Internet Explorer 8

z

i

Turn on Suggested Sites

Do you want to discover websites you might like based onwebsites
= you've wisited?

Yes, turn on Suggested Sites

Copyii
All g
Other |

Suggested Sites is an online service that uses your browsing history to make personalized
weebsite suggestions, You can turn off Suggested Sites at any time,

Read the Internet Explorer Privacy Staternent online

l Back H Hext H Cancel

?l'_. Local intranet | Protected Mode: Off dy v WI00% v
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7. Select Use express settings, and then click Finish to complete the configuration.

& niew - Windows Internet Explarer E@
OO \g, httpefflocalhost:B1findex_en htrn " ] | ‘f| X | |E Bing R '|

{; Favarites | {E‘; E Suggested Sites w @ | Web Slice Gallery »

|@M)(view | | G~ v [ = v Pagev Safetyv Toolsv @~

Set Up Windows Internet Explorer 8 E are

z

Choose your settings

Before you get started, do you want to

e express settings
Search provider: Bing
Search Updates: Download provider updates

Accelerators: Blog with Windows Live, Map with Bing, E-mail with Windowes Live,
Translate with Bing

Copyii StnartScreen Filter Enabled

Al rig Compatibility Wiew: Use updates
Other |

O Choose custom settings
Review and modify each setting individually,

Read the Internet Explorer Privacy Staternent online

[ Back ][ Finish ]I Cancel

e‘y Local intranet | Protected bMode: Off v ®uw -

8. Log in using the default username admin. Leave the Password field blank, and then click Login to continue.

? ._ g, http://localhost:81/index_en.htm b X Bing P~

i} Favorites | {5 Suggested Sites v @ | Web Slice Gallery +

@ Mview [ ] fi v~ B ~ & @ v Pagev Safetyv Took~ @~

@ Intranet settings are now turned off by default. Intranet settings are less secure than Internet settings. Click for opticns... x

Industrial Network Management Software

Username
admin

Visualize

Industrial Ethernet Network:

e Operation Mode:

Login &

# Done & Internet | Protected Mode: Off fi v H100%
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9. A popup message will appear, asking you to install the Java Runtime Environment (JRE). Click OK to

continue.

[ &] http://localhost8l/index.htm2menitor

i} Favorites | {E‘; E Suggested Sites v @ | Web Slice Gallery ~
‘O http://localhost:81/index.htm ﬁ A ~ 3 @ v Page~ Safety v Tools~ @v
@ Intranet settings are now turned off by default. Intranet settings are less secure than Internet settings, Click for options... x
B
Message from webpage u
ii You should refresh this page after successful install the IRE.
@ -— & Intemnet | Protected Mode: Off 3 v ®10% -

10. Click the title bar, and then select File Download Blocked > Download File to continue.

E=rET)
KSles il € http://localhosts1 /indexhtmmonitor « | &[4 | % [I=] Bing P -
5> Favorites | 9% [=] Suggested Sites v @] Web Slice Gallery =
||| & nitp://localnosta findexhtm [ ] B - v [ g v Pagev Safety~ Tools~ @~
0 To help protect your security, Internet Explorer has restricted this site from showing certain content. Click here for optiens... X
File Download Blocked 3 Download File... -
Intranet Settings 3 What's the Risk?
Information Bar Help |
| |
@ Done & Internet | Protected Mode: Off 3 v ®100% -
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11. Select Run to download and install the Java Runtime Environment.

| 2] http://localhost&1 findex.htm | % | 42| % lI(=] 2ing P~

i} Favarites | {E‘E E Suggested Sites @ | Web Slice Gallery +

| & nitp:/flocalhost8l /index him | | Lo~ ~ [ geb v Pagew Safety~ Took~= @~
@ Intranet settings are now turned off by default. Intranet settings are less secure than Internet settings, Click for options... x
0% of jre-6u29-windows-i586-s.exe from localhost Com... = =
File Download - Security Warning [

Do you want to run or save this file?

@ Name: jre-6u29-windows-i586-s.exe
Type: Application, 16.3MB
From:  localhost

' Run ] I Save l I Cancel I

|' ‘While files from the Intemet can be useful, this file type can
| patentially hamm your computer. f you do not trust the source, do not
run or save this software. YWhat's the rsk? b

¥ Done @ Intemet | Protected Mode: Off 3 v H10% <

12. Select Run to continue.

£ | http://localhost:81/index.htm

i} Favorites | {5 E Suggested Sites v @ | Web Slice Gallery =

| @ nttp:/flocalhost 81 indechtm | | B~ v [ dh v Pagev Safety~v Tools~ @~
@ Intranet settings are now turned off by default. Intranet settings are less secure than Internet settings. Click for options... x
r B i

Internet Explorer - Security Wamning 0 u

Do you want to run this software?

@ Name: Java(TM) SE Runtime Environment 6.0 Update 29

Publisher: Sun Microsystems, Inc.

Morecptinns Run ] l Don't Run I

|" While files from the Internet can be useful, this file type can potentially harm
your computer, Only run software from publishers you trust, What's the risk?

Open Folder

¥ Done @ Internet | Protected Mode: Off YA v H10% v
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13. Click Install to continue.

| &) hitp://localhost&1 /indexhtm

{2 Favorites | {5 Suggested Sites v @ | Web Slice Gallery =

‘ & http://localhost:81 findechtm

@' Intranet settings are now turned

‘ | M- v [ = v Pagew Safetyr Tools~ @@~

T TR L T A T I T p—

= aa-ians = B
Java Setup - Welcome u

ORACLE

Welcome to Java™

Java provides safe and secure access to the world of amazing Jawva content.
From business solutions to helpful utilities and entertainment, Jawva makes
wiour internet experience come to life.

Mote: Mo personal information is gathered as part of our install process
Click hete for more information on what we do collect

Click Install to acceptthe license agreement and install Java now.

I™ Change destination folder Cancel Install >

x

-

@ Done

& Internet | Protected Mode: Off

3 -

+,100%

-

14. Wait while Java is being installed.

& hitp://localhost:81 findex.htm | B | X Bing

o -

i Favorites ‘ s Suggested Sites v @] Web Slice Gallery +

| & nttp:/ocalhost1 findechtm

ORACLE’

Status:  Installing Java

3 Billion Devices Run Java

v [ g v Pagev Safetyv Toolsv @~

@ Intranet settings are now turned owmwmmm%
Java Setup - Progress =

x

-~

@ Done

@ Internet | Protected Mode: Off
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15. Click Close to complete the installation process.

7

£ | http://localhost:81/index.htm

i Favorites ‘ s E Suggested Sites v @] Web Slice Gallery +

| @ nttp:/Nocalhost81 findechtm \ | - v [ g v Pagew Safetyv Tooks~ @+

@Intraﬂet;etting;arenowtumed b default Intranet cett) L than Internet et Click for nnti x

= — = B
Java Setup - Complete u -

ORACLE

+/ You have successfully installed Java

| Java updates will autormatically be downloaded to provide you with the
latest features and security improverments

To change this. see httpfjava comfautoupdate

Close

# Done @ Internet | Protected Made: Off v HI0% v

16. Click the message bar and then select Enable Intranet Settings.
& hittp:/flocall =

€| http://localhost:&1/index.htm | G4 X Eﬁing p -

i Favorites | s E Suggested Sites v g1 Web Slice Gallery +

|| @ nttpi/tocalhostsl findex hte |7| B~ v [ @ v Pagev Safetyv Tooksw @~

1)) Intranet settings are now turned off by default. Intranet settings are less secure than Internet settinas. Click for onfions
Don't Show This Message Again

Enable Intranet Settings
What are Intranet Settings?

Information Bar Help

@' Done & Internet | Protected Mode: Off 5 v ®|100% -
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17. Click Yes to continue.

€ calho: =
€] http://localhost81/index.htm | B4 X Bing o~
77 Favorites | o) Suggested Sites » @] Web Slice Gallery =
_| (& hitp://localhost81/index.htm |_| - = [ @ w Pagew Safety~ Toolsw (@~
@ Intranet settings are now tumed off by default. Intranet settings are less secure than Internet settings. Click for options... x

g »
Internet Explorer g

| |"q“ Intranet settings use a less secure level than the Intemet.
L you only go to Intemet websites, you should not tum on
intranet settings.

| Are you sure you want to tum on intranetdeve! security

settings?

A

@ Done € Internet | Protected Mode: Off

Jh v R100% ~

18. Click Run to continue.

-
Warning - Security

==

The application's digital signature cannot be verified.
Do you want to run the application?

Name: UL MxViewUI
Publisher: UMNEMOWN

From: http: {localhost:&1

Always trust content from this publisher i

][ Cancel

@ This application will run with unrestricted acoess which may put

trust the publisher.

your personal information at risk. Run this application only if you Maore Information...
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19. Click Next to launch the setup wizard to configure some basic settings, or select Cancel to launch the
program immediately and then configure the settings yourself.

Welcome to the setup wizard.

This wizard will help you:

1. Add scan range
I 2. Draw Topology (with devices that support LLDP)
3. Set SNMP trap server

Mext ] [ Cancel

20. The MXview user interface will appear.

s W8 Help

Device Properes

B o | [ o] Camm)

Time lssusd

Devie Alas

20130505 175154
20120504 162025

NoMessage sssaTen Nanaged Devices (Current/Wax) 0120

G Local intrane | Protected Mode Off @ R <
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Loading the Moxa SynMap MIB File

Follow these steps to load the Moxa SynMap MIB file.

1. Double click the MxView Service shortcut on the desktop.

2. Click Start.

M¥view ver 2.3

MXview
LI #FEN 'ndustrial Network Management Software
Moxa Inc. All ights reserved 2013,

Service |1nﬁ, I

HTTP Port | [ Disable HTTPport [ start | m
HTTPS Port | 443 Stnp

System Status:  Stop

" | Launch Client | Stop & Quit

3. Wait until System Status change to Running, and then click Launch Client to continue.
Pl e ver 2,3

MXview
WEIFEN 'ndustrial Network Management Software
Moxa Inc. All ights reserved 2013,

Service |1|-,|=.;. I

HTTF Park I &1 ™ Disable HTTP port Start | |

HTTPS Port 443 Stop |

Syskem Status:  Running

oK | Stop & Quit |
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4. Click Cancel.

[ - - — -
4l Setup Wizard ﬂ

Welcome to the setup wizard.

This wizard will help you:
1. Add scan range

i 2. Draw Topology (with devices that support LLDP)
3. Set SNMP trap server

Mext ] ’ Cancel

'I: 3
5. Select MIB > MIB Browser.

localhost31/index htm

i Favorites | . =) Suggested Sites v ] Web Sice Gallery +

| & nitpy//localhost81 /indexhtm ] - ~ [ @ v Pagev Safety~ Took~ @~

Project View Device Link Information Event Tools | MIB | Help -

- MIB Browser
MNOXVIGW  liltsinal N8035 | op importnansger DX /\

Trap Import Manager

Qi Search Devices
Device List
< Root
B v
No Message 1:37:27PM Wanaged Devices (Current/ Max) : 0/20

G Local intranet | Protected Mode: Off

e = L)
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6.

In the MIB Browser window, select File > Load MIB.

¢ Favorites | 95

| @ hitpi/flocalhost &1 /indexchtm

Suggested Sites v &) Web Slice Gallery

[ v [ d® v Pagev Safetyv Tookv @~

Project View Device Link Information Eveni Tools MB Help -
= |
MXview i — -
Load MIB
sgentie (127001 | swew ]
e
anguage
' Root
= Get | [ cenex || cetsuree |[  wak |[ s
Name/om value
No Message a2l |
Qi __C\Dse
Done € Local intranet | Protected Mode: Off -

1 findexhtm

o -

s Favorites | 5

Suggested Sites v g Web Slice Gallery v

| @ http:flocalhost31 indechtm [ | - v [ @ - Pagev Safety~ Tools~ @~
Project View Device Link Information Event Tools HIB Help B
o > (e8] = ]
MXview sy = A :
File
TRFCLZME
) ‘ AgentlP 127.0.0.1 | sweuz ]
Device List @ Oper -
" Root
Lookin: [ ). mibs. Set
| 1ANA-LANGUAGE-MB
¢ | IANA-RTPROTO-MIB L MTA-MIB
Recomt ltems L IANAifType-MIB. | NET-SNMP-AGENT-MIB
| IFINVERTED-STACK-MIB | NET-SNMP-EXAMPLES-MIB
LB | NET-SNMP-EXTEND-MIB
- || INET-ADDRESS-MIB || NET-SNMP-MIB
Desiop | IP-FORWARD-MIE | NET-SNMP-MONITOR-MIE
|| IP-MIB || NET-SNMP-PASS-MIB
- | pve-FLOW-LABEL-MIB | NET-SNMP-PERIODIC-NOTIFV-MIE
I g | Pve-IChMP-MIB | NET-SNMP-SYSTEM-MIB
My Documents | | IPV6-MIB. || NET-SNMP-TC
[ pveTc | NET-SNMP-VACM-MIB
ag et | NETWORK-SERVICES-MIB
J |_| IPV6-UDP-MIE |_| NOTIFICATION-LOG-MIB
Computer | LM-SENSORS-MIB L RrC1215
« m v
v Filename: [ MOXA-SYS-MIB. txt | [ o ]
Netmork  jes of type: [l Fies 2 [l ]
No Message 11:38:15 |
Qe
Done €& Local intranet | Protected Mode: Off o -

7-28



V2616A W7E Series Moxa SynMap Package

8. Now check to make sure that a MOXA-SYS-MIB folder appears in the MIB Browser.

LY MIBE Browser b'ﬂu
File
RFC1213-MIB
r,m AgentlP 127.0.0.1
oD
Get | [ cetmest || cetsusree ||  wak || set
Name/0ID Value
i N
@ i

Loading the Host Resource MIB File

Take the following steps to load the Host Resource MIB file.

1. Double click the MxView Service shortcut on the desktop.

2. Click Start.

M¥view ver 2.3

MXVI@W

Industrial Network Management Software
Moxa Inc. All ights reserved 2013,

Service |1nﬁ, I

HTTP Port | [ Disable HTTPport [ start | m
HTTPS Port | 443

System Status:  Stop

St-:up

Launch Client | Stop & Quit
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3. Wait until System Status changes to Running, and then click Launch Client to continue.

A e wer 2,3

MXview

L IFEN 'ndustrial Network Management Software
Moxa Inc. All rights reserved 2013,

Service IInF.;. I

HTTF Port I &1 ™ Disable HTTP port Skark | |

HTTPS Part 443 <top |

Swskern Status:  Running

Stop & Quit |

Welcome to the setup wizard.

This wizard will help you:
1. Add scan range

I 2. Draw Topology (with devices that support LLDP)
3. Set SNMP trap server

Mext ] [ Cancel
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5.

6.

Select MIB > MIB Browser.

<& DIErE

¢ Favorites | ¢, [2] Suggested Sites > ] Web Slice Gallery

findex) IR T o v

| @ hitpi/flocalhost &1 /indexchtm 1 B~ v [ @ v Pagev Ssfetyv Tookw @~

Project View Device Link Information Event Tools | MIB | Help =

. | MIB Browser
NOCVI@W. 5165620 155056 5] 0 anager ) P4\

Trap Import Manager

Device List
' Root
g
No Message 11:37:27PM Managed Devices (CurrentMax) :0/20

€ Local intranet | Protected Mode: Off 43~ ®00% -

In the MIB Browser window, select File > Load MIB.

Py
I €] http:/flocalhost L findechtm

i Favorites | . =) Suggested Sites v ] Web Sice Gallery +

| @ http:/localhost81/indexhtm 1 &~ ~ [ d v Pagev Safety~ Tools~ @~
Project View Device Link Information Event Tools MIB Help "
. B, = [ B [ |
MXview L4 WA
File]
Load M8
e ] e o [
= Root SIS
= Get | [ cetNex || Getsusree |[ wak ][ set
Name/OID Vaiue
No Message | ]]:ﬂﬂ#l
°ii

Done € Local intranet | Protected Mode: Off 45~ ®0% -
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7. Navigate to c:\usr\share\snmp\mibs\HOST-RESOURCES-MIB.txt.

@TD' .. = Local Disk (C:) » usr » share » snmp » mibs

—

Search mibs

Organize »

0 Favorites
Bl Desktop
& Downloads

1l Recent Places

& Libraries
@ Documents

Js Music

[E=] Pictures

i Videos

% Com puter

cj Metwork

]

HOST-RESOURCES-MIB Date modified: 10/9/2012 3:28 PM

Text Document

E Open -

Name

Print Mew folder

-

Date modified

| AGENTX-MIB

| BRIDGE-MIB

| DISMAN-EVENT-MIB

|| DISMAN-EXPRESSION-MIB
| DISMAN-MNSLOOKUP-MIB
| DISMAN-PING-MIB

| DISMAN-SCHEDULE-MIE
| DISMAN-SCRIPT-MIB

|| DISMAN-TRACEROUTE-MIB
| Etherlike-MIB

= HCNUM-TC

10/9/2012 3:28 PM
10/9/2012 3:28 PM
10/9/2012 3:28 PM
10/9/2012 3:28 PM
10/9/2012 3:28 PM
10/9/2012 3:28 PM
10/9/2012 3:28 PM
10/9/2012 3:28 PM
10/9/2012 3:28 PM
10/9/2012 3:28 PM
10/9/2012 3:28 PM

Type

Text Document
Text Document
Text Document
Text Document
Text Document
Text Document
Text Document
Text Document
Text Document
Text Document
Text Document

|| HOST-RESOURCES-MIB 10/9/2012 3:28 PM

Text Document

|| HOST-RESOURCES-TYPES

|| IANA-ADDRESS-FAMILY-NUMBERS-MIE
|| IANAifType-MIB

|| IANA-LANGUAGE-MIB

|| IANA-RTPROTO-MIB

10/9/2012 3:28 PM
10/9/2012 3:28 PM
10/9/2012 3:28 PM
10/9/2012 3:28 PM
10/9/2012 3:28 PM

Text Document
Text Document
Text Document
Text Document
Text Document

m

Size: 513 KB

Date created: 10/9/2012 3:28 PM

8. Now check to make sure that HOST-RESOURCES MIB appears in the MIB Browser.

r
£¥ MIB Browser

File

| host (25)

RFC1213-MIB

| hetdIBAdminTofo (7)
. haystem (1)
| haBtorage (2)
| hiDevice (%)
| heSWRmn )
| bR WERunPerf (5)
| T Winstalled. (8)

name

HOST-RESOURCES-MIB

OID

desuription

=
AgentlP |127.0.0.1
oD
Get ] [ Get Next ] [ Get Subtree ] [ walk ] [ Set
Wame/0ID Valne

@8
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Using Moxa SynMap OIDs

Take the following steps to use Moxa SynMap OIDs:

1.

To check the disk status, double-click:
MOXA-SYS-MIB-TPMRT\VALUES\moxa\embeddedComputer\moxaSystem\peripheralMgmt\
perHddSmart.
Click the GetSubTree button and then check to make sure that your MxView settings are correct.

File

L7 MIB Browser

[E=1 | Eem )

N
. perLedM gmt (2)

. perlJsbM gmt (4} =
. perHddmart (5)

T W, TODONTTnET 137 m
[ ioDoTable (4

=[] inDoEntry {1)
: dolndex (13

ioMotification (3)

AgentIP 127.0.01

(olln}

1261418601171 6552101

SNME vl

Ge! ] [

Get Next

H Get Sublree H

wakk ||

Name/OID
ierHddInfolndex.1

Talug

merHddInfokodellame 1

erHddInfoHealthStatue 1

perHddInfo Temperatore. 1

kv

uartType (2)

merHddInfoDriverLetter 1

perHddInfoPowerOnComnt 1

neHddInfoPowerCntovrs 1

hld Obiect (5

nerHddHealth TrapEnable. 1

-9 perHAd Number (1]

exHAdlr
[ perHddInfoEntry (1)
.|| hddNotification () -
[ m 3

=

perHddInfaTable (2} -

1.2.8.1.4.1.8881.17.1.8 2

SEQUENCE OF SEQUENCE [p
erHddinfolndex INTEGER (-21
47482848, 2147482647), perH
ddinfelMadelName CETET ST
RING (SIZE (0..2585)), perHddin
foHealthStatus INTEGER, parH
ddinfoTemperature SCTET §
TRING (SIZE (0..255
nfoDriverLetter OCT
[SIZE (0.255}), perHddinfoPa

werCnCount INTEGER (-21474 | 7
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Using HOST RESOURCE OIDs

Take the following steps to use HOST RESOURCE OIDs.

1. To check disk usage, double-click
HOST-RESOURCES-MIB\VALUES\host\hrStorage\hrStorageTable\hrStorageEntry.

2. Click the GetSubTree button and then check to make sure your MxView settings are correct.

r .
L¥ MIB Browser [ =TT é]
File
213-MIB
SV MIE AgentlP192.168.30.139
RESOURCER-MIB
L LITES olD 1361212523173
hiost (25)
| hSystenn (1) Get || cetNext || wwroum wak | | Set
Tetorage (2
. hrdtorage Types (1)
R heMemoryize (2) NameOID alue
=[] heStorage Table (3) hufftoragelndex. 1 1
: T try (1) hiftoragelndex 2 2
5 tDragenrlex W) heitoragelndex 3 3
@), heftorage Type (2) huftorage Tvpe.1 13612135214
@), heStorageDescr (3) hudtorage Type 2 13612135213
W), heStoragedllncationTndts (4) huftorage Type 3 13812125212
\hj heStorageSize (5) hritorageDescr.1 Ch Label: Serial Humber 362080l
W), heStorageUsed. (6) hrdtorageDescr. 2 Virtoal Memory
W), hedtorage AllocationFailures (7) hrdtorageDescr. 3 Phyrsical Memory
- | haDevice (3 horitorage & locationTndts. 1 4006
| kS WERun () hritorage & locationTndts 2 65536
- heSWRunPer (5 hritorage & locationTndts. 3 65536
| heS Winstalled (6) hritorageRize. 1 14384137
hedtoragedize 2 87279
hedtoragedize 3 43653
hudtorageUsed 1 3325567
fuftorageUsed 2 12750
4 [ i | b | (heBtoragelsed 3 13130
hudtorage & locationFadlures. 1 0
e hrStorageEntry (1) » | |heitorage bllocationFailures 2 0
oD Tae1oioeaa] — | [neStomsee AllocationFailures.3 0
SEQUEMNCE [hrStoragelndex |
MTEGER, hrStorageType OBJ
ECT IDENTIFIER, hrStorageDe ||
sor OCTET STRING, hrStorag 3
syt eAllocationUnits INTEGER, hr
StorageSize INTEGER, hrStor
agelsed INTEGER, hrStorage
AllocationFailures INTEGER (0 [
..4294967295]]
AcCess not-accessible
WALUE hrStorageEntry OBJEC
T-TYPE [
Syntax: SEQUENCE [hrStora
gelndex INTEGER, hrStorageT
i ype OBJECT IDENTIFIER, heS | _ g i 1 W

Retrieve the value of hrStorageAllocationUnits.1 (e.g., 4096).
4. Retrieve the value of hrStorageSize.1 (e.g., 14384127).

Multiply the above two values to get the total disk size:
total disk size = hrStorageAllocationUnits x hrStorageSize = 4096 x 14384127= 58917384192 = 54.9 GB

6. To check disk usage, double-click
HOST-RESOURCES-MIB\VALUES\host\hrStorage\hrStorageSize.
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7. Click the Get button.

L¥ MIB Browser

o . |

File

| RFC1Z13-MIB
| MOXA-SYS-MIB
| HOST-RESOURCES-MIB
£ |, VALUER
=+ | host (25)
- || heSystem (1)
. huStorage (2)
+ huSorage Types (1)
e 2)
Tutorage Table (3)
o huDevice (33
| lalWRun t4)
- |, heS WRunPart (5)
1 | bl Winstalled (51

Agent P

vln}

192.168.30.139

13612125220

SNMEP vl

Get

)|

Get Mext

Walk

)|

)|

Name/OID
hrbemorylize

Talug
|2?93836

i

12813123522

hriMemorySize (2}

INTEGER {0.2147483847)

ALLEEE read-onl

YPE

bl
description | aAccess: read-anly

Status: mandatory

VALUE hrMemorySize OBJECT-T

Syntax: INTEGER (0..214748384

Description: The amount of physi
cal main memory contained by
the host.

g-' i

Close Al

8. You can also check the physical memory size from Windows Task Manager.

‘8 Windows Task Manager

File Options View Help

| Applications I Processes I Services | Performance | Networking I Users |

CPU Usage CPU Usage History

Memary Physical Memory Usage History

Physical Memory (MEB) System I

Total 2723 Handles 13875

Cached 207 Threads 633

Available 2019 Processes 57

Free 1243 Up Time 0:00:52:12
Commit (M) 745 [ 2725

Kernel Memory (MEB)

Paged 96

Monpaged 50 [ Resource Monitor...

Processes: 57 CPU Usage: 2% Physical Memony: 25%
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10.

11.

To check disk usage, double-click
HOST-RESOURCES-MIB\VALUES\host\hrProcessorTable\hrProcessorEntry.

Click the Get SubTree button.

Status: mandaton

L¥ MIB Browser | B S
File
, RFC1213-MIB -
| MOXA-SYE-MIE Agent IP 192.168.30.139
. HOST-REECOURCES-MIE
B | VALUES o]1n] 1361212533126
B ) host (25)
| huflystem (1) Get || oetNet |[ cetsuowee || [ ==
£ L hutorag: (2)
|- | huDevice (3)
. . huDevice Types (1) T VLS
heDievice Table (2) £ | |heProcessorFrvID .2 0o
heProcessorTable (3) TP rocessorFrwID 4 0.0
z 1 haProcessorFrvID.5 0o
haProcessorFrvID 6 0o
L@ heProcessorLoad ( hrProcessorload 3 3
haletworkTable 4) hrProcesmrLoad 4 0
huPrintsr Tabls (5) heProcesmrLoad 5 0
haDiskStorage Table (6) hrProcesmrLoad 6 3
huPartitionTable (7) =
huFS Table (3)
[+ | heFR Types (90
e | W R 4
4 [ 3
name hrProcessorEntry (1) -
01D 1.2.6.1.2.1.25.3.31
SEQUENCE [hrProcessorFrwlD -
gt OBJECT IDENTIFIER. hiProce ||
ssorLoad INTEGER] |
ACCess not-accessible
WALUE hrProcessorEntry OBJE
CT-TYFE{
Syntax: SEQUENCE [hrProces
sorFrwlD OBJECT IDENTIFIER,
hrProcessorLoad INTEGER]
Access: not-accessible \0}.- i 1l

N

You can also check the CPU loading of each CPU core from Windows Task Manager.

-8 Windows Task Manager

File

Options  View

Help

| Applications | Processes I Services | Performance | Networking I |Isers |

CPU Usage

Memory

Physical Memaory {MB)
Total

Cached

Available

Free

kernel Memory (ME)
Paged
Monpaged

2723

807
2019
1243

95

CPU Usage History

Physical Memary Usage History

System

Handles 13875
Threads 633
Processes 57
Up Time 0:00:52:12
Commit (ME) 745 f 2726

50

Resource Monitor. ..

Processes: 57

CPU Usage: 2%

Physical Memony: 25%
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Examples

In this chapter, we give examples that illustrate how to use the V2616A computer for a variety of applications.

The following topics are covered in this chapter:

a

QoaaaQ

SerialInterface
Digital Input/Output
LED Indicators
Button

PCIeReset
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Seriallnterface

1. Copy the following files from the product software DVD.
mxsp.dll: \DVDV2616A-W7E V1.0\examples\lib\mxsp\
sysinfo.dll: \DVDV2616A-W7E V1.0\examples\lib\mxsp\
sysinfo.sys: \DVDV2616A-W7E V1.0\examples\lib\mxsp\
mxGenerallo.dll: \DVDV2616A-W7E V1.0\examples\lib\MxGenerallo\
Seriallnterface.exe: \DVDV2616A-W7E V1.0\examples\Release\
MxSer.reg: \DVDV2616A-W7E V1.0\examples\Release\

2. Execute MxSer.reg to create a registry for the serial interface.

3. Execute Seriallnterface.exe.

BN Adrninistrator CAMWindows\systermn32homd. exe - Seriallnterface.exe o || B ER

C-~Sample>Seriallnterface._exe

Serial Interface Test Program
{@> Exit Program
(1) Display Serial Interface
(2> Set Serial Interface

4. Type 2 to set the serial interface, and then follow the onscreen instructions.

BN Administrator Command Prompt - Seriallnterface.exe === @

C:xSample*Seriallnterface.exe
Serial Interface Test Program

(A Exit Program

1> Display Serial Interface
; (2> Set Serial Interface
Input the Port Humber <1 ™ 2> =

il
Input the value (B:R5232, 1:RE8485-2U. 2:R8422 JF:RE485-4U >

et serdial interface success!?
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5. Type 1 to display the current serial interface settings.

BN Administratar: Command Prompt - Seriallnterface. exe || =l=] @

C:xSample*Serdiallnterface.exe

S“erial Interface Test Program
(A Exit Program
(1> Display Serial Interface
(2» Set Serial Interface

RE485-21
R5232

Digital Input/Output

1. Copy the following files from the product software DVD.
mxgpio.dll: \DVDV2616A-W7E V1.0\examples\lib\mxgpio\
mxGenerallo.dll: \DVDV2616A-W7E V1.0\examples\lib\MxGenerallo\
DIO.exe: \DVDV2616A-W7E V1.0\examples\Release\

2. Execute DIO.exe.

r

BN Administrator: Command Prompt - dio (o | @ |[==3)

C:\Sample >dio
UART Mode Test Program
(B> Exit Program
(1> Display DIN
(2> Display DOUT
(3> Set DOUT value
(4> Display both DIN and DOUT
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3. Type 4 to display the current DI and DO values.

BN Administrator Command Prompt - dio | = ” a |@

C:xSample>dio
UART Mode Test Program
(@) Exit Program
(1> Diszplay DIN
2> Di=zplay DOUT
3> Set DOUT value
C4> Diszplay hoth DIN and DOUT

» Dout@
» Doutl

-1
-1

1
1
1
1
1
1

4. Type 3 to set the DOUT port number and then follow the onscreen instructions.

BN Administrator: Cammand Prompt - dio | =] ” =] |@

C:sSample >dio
UART Mode Test Program
(A» Exit Program
1> Display DIH
2> Display DOUT
3> Set DOUT value
4 C4>» Display both DIN and DOUT

Input the Port Mumbher <8 ™ 1> =
A

Input the value (A or 12> a

Set digital output success?

5. Type 4 to check if the port value was set correctly.

BN Administraton Cormmand Prompt - dio | = ” o |@

C:sSample >dio
UART Mode Test Program
(A> Exit Program
(1> Di=splay DIN
C2> Display DOUT
€3> Set DOUT value
C4> Diszplay hoth DIN and DOUT

» DoutA A
» Doutl i

1
1
1
1
1
1
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LED Indicators

1. Copy the following files from the product software DVD.
mxgpio.dll: \DVDV2616A-W7E V1.0\examples\lib\mxgpio\
mxGenerallo.dll: \DVDV2616A-W7E V1.0\examples\lib\MxGenerallo\
LED.exe: \DVDV2616A-W7E V1.0\examples\Release\

2. Execute LED.exe.

BN Administrator: Command Prompt - led =nl @

C:xSample *led

LED Test Program
(A Exit Program
1> Display LED
2> Set LED value

3. Type 1 to display the current LED value.

B Administratar: Cammand Prampt - led ===l @

C=~Sample>led

LED Test Program
(B Exit Program
(1> Display LED
(2> Set LED value
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4. Type 2 to set the LED value, and then follow the onscreen instructions.

BN Administrator: Command Prompt - led =0 @

C:wSample>led

LED Te=st Program
¢B» Exit Program
1> Display LED
2> Set LED wvalue

2
Input the value (B:dizahle 1:enahle> =
et led zignal success?t

Button

1. Copy the following files from the product software DVD.
mxgpio.dll: \DVDV2616A-W7E V1.0\examples\lib\mxgpio\
mxGenerallo.dll: \DVDV2616A-W7E V1.0\examples\lib\MxGenerallo\
Button.exe: \DVDV2616A-W7E V1.0\examples\Release\

2. Execute Button.exe; the Button program will start polling the button status.

BN Administrator: Command Prompt - button === @

8-6



V2616A WT7E Series Examples

3. Now when you press any button, that the button status has been changed will be indicated on the screen.

BN Administrator Cammand Prampt - button | [=(=] @

C:xSample *hbutton
Releaszed
Releaszed
Preszed
Presszed
Preszed

PCIeReset

1. Copy the following files from the product software DVD.
mxgpio.dll: \DVDV2616A-W7E V1.0\examples\lib\mxgpio\
mxGenerallo.dll: \DVDV2616A-W7E V1.0\examples\lib\MxGenerallo\
PCIeReset.exe: \DVDV2616A-W7E V1.0\examples\Release\

2. Type 1 or 2 to set the power pin or reset pin, respectively.

B Adrministratar: Cammand Prampt - PeieReset.exe = || == @

C:xSample*PcieReset.exe

LED Test Program
(A» Exit Program
1> Set mini-—-PCle Power
(2> Set mini-—PCIe Reset
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3. Follow the onscreen instructions to disable or enable the signal.

BA Administratar Command Prompt - PeieReset.exe =nae @

C:~Sample>PcieReset .exe

LED Test Program
(B> Exit Program
(1> Set mini—-PCle Pouwer
(2> Set mini—PCle Reset

1
Input the value {B:disable 1:enahle) =
Set power signal success?t
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System Recovery

In this chapter, we describe the system recovery process you can use if the system becomes unstable.

The following topics are covered in this chapter:

a
a
a

Overview

Setting Up the Recovery Environment

Setting Up a Factory Default Recovery Image

>
>
>
>

Step 1:
Step 2:
Step 3:
Step 4:

Prepare the USB drive

Setting the BIOS to Boot via USB
How to Perform a System Recovery
Reset the BIOS to its Original State

Creating a Custom System Image
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Overview

In this section, we describe how to prepare your computer for recovery in the event of system instability. You
can perform two types of system recovery, from one of two system images: a clean factory default image, or
a user-generated image created from a fully configured, fully set up system.

Before you implement a system recovery, you should prepare the system environment in advance.

Setting Up the Recovery Environment

To set up the recovery environment on a V2616A computer, prepare a USB drive that has at least 4 GB of
memory, and a copy of the recovery suite. The procedure described in this chapter is summarized below:

1.

First, the recovery programs and system image file will be copied over to the USB drive, and the drive will
be set up as a live-drive system, with an ISO image of the boot environment.

The system will be re-booted, and the BIOS will be manually configured to boot the recovery system from
the USB port.

An image of the current software system will then be created on the USB drive. The recovery environment
will use this image when restoring the system.

The system will be re-booted again, and the BIOS returned to its original state.

Setting Up a Factory Default Recovery Image

Step 1: Prepare the USB drive

1.

Load the software DVD that came with your V2616A computer and execute tuxboot-windows-23.exe
from the software DVD\recovery\V2616A-W7E_Recovery folder. Select Pre-Downloaded, and click
the button marked with an ellipsis (...) to browse the file system and find the location of the boot

environment’s ISO image.

M Tuxboot e B3 g

) On-Line Distribution | clonezilla_live_skable [v| |current v pdate

« Clenezilla
Homepage: bttp:/fclonezila,orgl
Description: CloneZilla live is a distribution used For disk backup and imaging. The stable branch of Clonezilla live
are based on Debian
Install Motes: CloneZilla live is booked and run in live mode; no installation is required to use ik,
Download Path: Clonezilla Live Skable at SourceForge

I {(*) Pre Downloaded I 150 [ 2| I E

[] shiow all Drives (Use with Cared [ Save IS0 file MDS Check:

Tvpe: 3B Drive __V.: Drive: [Fih b I K, H Cancel I
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2. Navigate to\recovery\on the software DVD and select the boot environment’s ISO image.

3. Select USB Drive from the Type dropdown box (lower left-hand corner), and then

[ (= | E e
; = —
@D.f | & recovery » - I +y ' | Search recoven jel

Organize Burn MNew folder fe= ¥ _J_i @
. . Name Date modified Type Size
{ Favorites L
Ml Desktop osimage File folder
& Downloads | B clonezilla-live-2.0.1-15-i686-pae-moxa-2.0.0.iso I WinRAR archive 1141
= Recent Places = 7 tuxboot-windows-23.exe 5.7

select the drive letter

that corresponds to the USB drive from the Drive dropdown box. Click OK to copy the boot environment

and bootloader to your USB drive.

M Tuxboot

i) On-Line Distribution | clonezilla_live_stable |%| current

P

‘< Cleneziila
Homepage: http://conezila.orgf

are based on Debian
Install Motes: CloneZilla live is booted and run in live mode; no installation is required to use it,
Download Path: Clonezila Live Stable at SourceForge

Description: Clonedilla live is a distribution used For disk backup and imaaing. The stable branch of Clonezilla live

|V pdate

@ PreDownloaded 150 |+ [D:2011-06-15-13\cloneailla-ive-1.2. 8-46-i636. 50 E
[] show all Drives (Use with Cared  [] Save IS0 file MDS Check,
|I Type: USE Drive 'rVI Crive: [FiY |VIII (]9 J I Cancel I
4. Click Exit.
M Tuxboot S——— z

1. Dawnloading Files (Done)

2. Extracting and Copying Files (Done)

3. Installing Bootloader {Done)

4. Installation Complete, Reboot {(Current)

After rebooting, select the USE boot option in the BIOS boot menu.
Reboot now?

Reboot Mow ] [ Exit
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5. From the desktop, manually copy the directory containing the base OS from the software DVD over to the
USB drive. That is, copy
#:\<SoftwareDVD>\recovery\V2616A-W7E_Recovery\Clonezilla\os_image to the partition
image directory, F:\home\partimag\, on the USB drive.

However, if you would like to recover from your own system image, you first need to perform a system
image backup. Refer to the section below, Creating a Custom System Image, for details.

At this point, Step 1 has been completed, and you should proceed to the next section, Step 2: Setting the
BIOS to Boot via USB.

KAk g < NEWVOLUME(D) » home » partimag » -]
g_@ [« NEWVOLUME(D:) » home » partimag »

Organize = A Open Share with + Mew folder == ~ [0 ﬂ
-
- \ ifi » Siz
% Favorites Name Date meodified Type Siz]
Bl Desktop os_image 6/15/2014 5:58 PM  File folder

& Downloads

= Recent Places

7 Libraries

=| Documents

m

@' Music
k| Pictures

B8 videos

M Computer
&, Local Disk (C)
= NEW VOLUME (C

"ti,i Metwork

- 4 1 3

os_image Date maodified: 6/15/2014 %58 PM
File folder

Step 2: Setting the BIOS to Boot via USB

In this step, you will reset the BIOS so that the system boots directly from the USB. This must be done before
the rest of the system recovery environment can be configured.

1. Reboot the system, and, during the POST process, press F2 until you hear a long beep. Click SCU to enter
the BIOS setup menu.

2. Use the left/right arrow keys to navigate to the Boot menu, and then press Enter.
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3. Use the up/down arrow keys to navigate to the Legacy link, and then press Enter.

L egacy

F5/F6
Enter

4. Use the up/down arrow keys to navigate to the Boot Type Order link, and then press Enter.

Boot Type Order

F5/F6
Enter
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5. Use the up/down arrow keys to navigate to the USB link, and then use the plus/minus (+/-) keys to move
“USB” to the first boot priority position.

oo

Boot Type Order +: Hove Up, -: Hove Down

Hard Disk Drive
CD/DVD-ROH Drive
Others

T F5/F6 F9
sC (=) Enter F10

Step 3: How to Perform a System Recovery

In this step, we provide instructions on how to perform a system recovery. We include this as step 3 of the
installation so administrators can first perform a test run before deploying the system to the field.

To begin the system recovery, you will first need to have prepared the BIOS as described in the previous
section Step 2: Setting the BIOS to Boot via USB, just above. After preparing the BIOS, connect the USB
recovery drive to any of the V2616A’s USB ports and then reboot the computer. If you have successfully
prepared the USB and BIOS, the computer will boot into the Clonezilla boot loader, from the USB.

1. Select clonezilla live restore disk to boot into the system restoration environment.

Moxa Systed Save & Restore Utility (U1.8.8)
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2. Wait until the boot process is finished.

.1535221 [sdal Attached SCSI disk

.1637261 4 : [sdb] Attached 3CSI disk

.2879411 0:0:0: Attached scsi generic =g0 type O

.3107501 i : Attached scsi generic =gl type O

.334915] =r 1:0:0:0: Attached scsi generic =g2 type 5

! Loading essential drivers ... [ 5.690577]1 Atheros(R) LZ Ethernet Driver - version £2.2.3
.692430]1 Copyright (c) 2007 Atheros Corporation.

.¥76770] Broadcom NetXtreme II 5771x 10Gigabit Ethernet Driver bnxZx 1.62.00-6 (2011-01.30)
.9140141 Btrfs loaded

.955475] device-mapper: wevent: version 1.0.3

.961407] device-mapper: ioctl: 4.19.1-ioctl (2011-01-07) initialized: dm-devel@redhat.con

! Rumning sscriptssinit-premount ... done.
! Mounting root file system ... [ 6.1789461 Uniform Multi-Platform E-IDE driver
6.186189]1 ide_generic: please use "probe_mask=0x3f" module parameter for probing all legacy ISAl
IDE ports
6.9137441 FAT: utf8 is not a recommended ID charset for FAT filesystems, filesystem will be cas
e sensitivet
0479971 aufs: module is from the staging directory, the gquality is unknown, you hawve been war

0725161 aufs 2.1-standalone.tree-38-rcN-20110228

: Runming sscripts-slive-premount ... done.

.2134331 loop: module loaded

5097701 squashfs: version 4.0 (2009-01-31) Phillip Lougher

¢ Bunming sscriptsslive-realpremount ... done.

: Mounting “~livesimage~livesfilesysten.squashfs” on "/sfilesystem.squashfs” via "~deusloopd” .

Begin: Runming ~scripts~live-botton
. Begin: Configuring fstab ... done.
[Begin: Preconfiguring networking ... done.
Begin: Loading preseed file ... done.
[Begin: Rumning sscripts~sinit-bottom ... dome.
INIT: version 2.88 booting
zing makefile-style concurrent boot in runleuel 3.
live-config: hostname user-setup sudo locales tzdata keyboard-configuration sysvinit sysu-rc initram
fs—tools util-linux login openssh-server_

3. At this point, the system will remind you that you are about to overwrite your entire operating system with
a new drive image, and ask you if you want to continue. When prompted, enter Y (case insensitive) from
the keyboard to start the system restoration process. Any other letter or Ctrl-C will cancel the recovery
process and exit Clonezilla.

{RITTEN! ALL EXISTING DATA WILL
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4. The system will give you another warning that you are about to overwrite your hard drive and erase all data
on the partition listed (sdal, in the example below). If you wish to continue, enter Y (case insensitive).

is machine: "/t

Il HARMNING
TING DATA IN THIS HARDDIS AR WRITTEN! ALL EXISTING DATA WILL

5. Wait until the process is finished.

Partclone
Partclone v0.2.23 http://particlone.org

Starting to restore image (-) to device (s/dev/sdai)
Calculating bitmap... Please wait... done!

File system: NTFS

Device size: 2.1 GB

Space in use: 1.7 GB

Free Space: 325.4 MB

Block size: 2048 Byte

Used block : 849156

Elapsed: 00:00:42
Remaining: 00:04:03
Rate: 366.11MB/min

14.74%
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6. At this point, complete the restoration process by selecting (0) Power off to shut down the computer.
However, if the Power Switch remains inserted in the front panel of the computer and is left in the ON
position, the system will fail to shut down and will immediately initiate a soft reboot. To avoid this, you can
use the switch to cut off power to the computer immediately following the shutdown, or simply remove the
power switch from the front panel and use the console to shut down the computer by pressing 0.

1 other boot m } or the file

o notifying it the job is done.

7. After the computer has powered down, remove the USB drive and store it in a secure place.

Step 4: Reset the BIOS to its Original State

At this point, you will need to return the boot priority to its original configuration so that the system will boot
from the main system storage drive. This is done for two reasons:

e The first reason is for security, since the computer will not be able to be rebooted from unauthorized USB
drives.

e The second reason is because the computer is unable to not boot up from a non-bootable USB drive.
Currently, if the V2616A is set to boot from the USB drive, then the V2616A’s boot process will
hang any time a non-bootable USB data drive is inserted into the machine. The V2616A does not
currently have the ability to distinguish between simple USB data drives and boot-capable OS drives.

Take the following steps to update the boot priority setting:

1. Reboot the system, and, during the POST process, press F2 until you hear a long beep. Click SCU to enter
the BIOS setup menu.

(E

—
Boot From File
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2. Use the left/right arrow keys to navigate to the Boot menu, and then press Enter.

3. Use the up/down arrows to navigate to the Legacy link, and then press Enter.

Fb/FG
Enter

4. Use the up/down arrow keys to navigate to the Boot Type Order link, and then press Enter.

»Boot Type Order

F5/F6
Enter
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5. Use the up/down arrows to highlight Hard Disk Drive and then use the plus/minus (+/-)keys to move
“Hard Disk Drive” to the first boot priority position.

Boot Type Order

CD/DVD-ROH Drive
uss

Others

6. Press F10, and then press Enter to save and exit the BIOS configuration interface. This should initiate the
next reboot, and your system should now boot from the hard drive.

Creating a Custom System Image

In this section, we describe how to create a custom system image so that all of your applications can be kept
and recovered. Using this procedure, you will save to the USB drive a copy of the entire system as it is
currently configured, and to be used as a full system recovery image if the system crashes. All files
under F:\home\partimag\ will be overwritten.

Before proceeding, make sure you have already completed Step 1: Prepare the USB drive and Step 2:
Setting the BIOS to Boot via USB, and then continue with the following steps to create a custom system
image.

1. Once the system has launched and the V2616A has booted the recovery environment from the USB drive,
navigate to clonezilla live save disk, and then select it by pressing Enter. This will take you into the
recovery image creation environment, allowing you to copy your full system setup to the USB drive.

Moxa System Save & Restore Utility (U1.8.8)

clonezilla live restore disk

clonezilla live =zave disk

Memt & FreeD0S >

9-11



V2616A WT7E Series System Recovery

2. The V2616A will now boot into the image creation environment. Wait until the boot process has finished.

.1419411 sd 0:0:1:0: [sdbl Attached SCSI disk
2572771 =d 0:0:0:0: Attached scsi generic sg0@ type 0
.2696911 =d 0:0:1:0: Attached =scsi generic =gl type @
2806681 sr 1:0:0:0: Attached scsi generic sg2 type 5
! Loading essential drivers ... [ 5.7725511 fAtheros(R) LZ Ethernet Driver - version Z2.2.3
7745611 Copyright (c) 2007 Atheros Corporation.
.863196]1 Broadcom NetXtreme II 57Y71x 10Gigabit Ethernet Driver bnxZx 1.62.00-6 (2011,01.-30)
.0059321 Btrfs loaded
0540951 device-mapper: uwevent: version 1.0.3
0597371 device-mapper: ioctl: 4.19.1-ioctl (2011-01-07) initialised: dm—devel@redhat.com

! Bumning sscriptssinit-premount ... done.
! Mounting root file system ... [ 6.2893821 Uniform Multi-Platform E-IDE driver
.3018891 ide_generic: please use "probe_mask=0x3f" module parameter for probing all legacy ISAH|

IDE ports

6.8011411 NTFS driver 2.1.30 [Flags: R-W MODULEI.

6.9142951 NTFS volume version 3.1.
Begin: Rumning ~scripts~slive-premount ... done.
[ ?.3319891 FAT: utfB8 i= not a recommended I0 charset for FAT filesystems, filesystem will be cas
e sensitive!t
[ ?.453369]1 aufs: module is from the staging directory, the gquality is unknown, you have been war
ned .

7.479098]1 aufs Z.1-standalone.tree-38-rcN-20110228

?.6102281 loop: module loaded

?.9051441 squashfs: verzion 4.0 (2009-01-31) Phillip Lougher

sscriptsslive-realpremount ... done.

Begin: Rumming ~scriptsslive-bottom
. Begin: G iguring fstab ... done.
Begin: Preconfiguring networking ... dome.
Begin: Loading preseed file ... done.
Begin: Rumming sscriptssinit-bottom ... done.
INIT: version 2.88 booting
zing makefile-style concurrent boot in runleuel 3.

3. Once the image creation environment has booted up, you will be given a warning and asked if you wish to
continue. Keep in mind that if you create the recovery image, then any residual files currently copied to
the /home/partimag directory will be deleted. If you would like to save any of the files in the USB
partition image directory, you must exit the recovery environment and copy the files to another disk.
Press Y (case insensitive) to continue with the image creation.

9-12



V2616A WT7E Series System Recovery

4. At this point, the recovery environment will copy the entire hard drive to your USB drive. This will likely take
several minutes, and could take up to half an hour. Do not remove the USB drive during this time; wait
patiently for the process to finish.

5. At this point, you can choose to power down the computer (press 0), reboot (press 1), enter a console
terminal (to access a console TTY, press 2), or re-initiate the entire procedure (press 3). Do not remove
the USB drive until you have rebooted or powered down the system.

done !

ther boot ma
12

skip notifui iz done.
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6. Power down the system and remove the USB drive to complete the process of configuring the recovery
environment. Now you have your own OS image under USB Folder\home\partimag\os_image. The
USB drive should be clearly labeled and stored in a safe place.

@ f:’\ d  « NEWVOLUME (D:) » home » partimag » - Search partimag

Organize + 7 Open Share with + New folder =+ [ @
-
X Favorites MName Date modified Type Siz
B Desktop . os_image 6,/15/2014 5:58 PM File folder

4. Downloads

=] Recent Places

- Libraries
5 Documents
J Music
|| Pictures

B Videos

m

1% Computer
&, Local Disk (C3)
e NEW VOLUME (C

&“y MNetwork

- 4 L 2

os_image Date modified: 6/15/2014 5:58 PM
File folder
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Moxa SynMap OID Table

In this appendix, we describe the Moxa SynMap OID Table
The following topics are covered in this appendix:

0 Moxa SynMap OID Table
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Moxa SynMap OID Table

The following table shows the full list of Moxa SynMap OIDs.

Item Name oID MAX-Access Description Support
productName 1.3.6.1.4.1.8691.17.1.1.1 |read-only Show the product name |
productDesc 1.3.6.1.4.1.8691.17.1.1.2 |read-only Show the product short |
description
productVersion 1.3.6.1.4.1.8691.17.1.1.3 |read-only Show the product 4
version
productBuildDate 1.3.6.1.4.1.8691.17.1.1.4 |read-only Show the product’s last |
build date; the format is
YYMMDDHH
biosVersion 1.3.6.1.4.1.8691.17.1.4.1 |read-only Show the BIOS version
biosSaveSetting 1.3.6.1.4.1.8691.17.1.4.2 |read-write Write: 1 saves the bios
setting
Read: 0 means the
setting has been applied
biosSettingStatus 1.3.6.1.4.1.8691.17.1.4.3 |read-only Show a comparison of
“bios CMOS setting” and
“bios new setting”
bootDeviceStatus 1.3.6.1.4.1.8691.17.1.4.4. |read-only Show the currently
1 active boot devices
firstBootDevice 1.3.6.1.4.1.8691.17.1.4.4. |read-write Read: Show the current
2 first boot device
Write: Set the boot
device
pwrOnAfterPwrFail 1.3.6.1.4.1.8691.17.1.4.8. |read-write Set the computer to
1 power on after a power
failure
pwrLanWakeUp 1.3.6.1.4.1.8691.17.1.4.8. |read-write Enable/Disable wake on
3 LAN functionality
tempSensorsIndex 1.3.6.1.4.1.8691.17.1 |read-only Reference index for each | v
5.1.1.1.1 observed device
tempSensorsDevice |[1.3.6.1.4.1.8691.17.1.5.1. |read-only The name of the 4
1.1.2 temperature sensor
being read
tempSensorsValue 1.3.6.1.4.1.8691.17.1.5.1. |read-only The temperature of this |V
1.1.3 sensor in mC
voltSensorsIndex 1.3.6.1.4.1.8691.17.1.5.1. |read-only Reference index for each | v
2.1.1 observed device
voltSensorsDevice 1.3.6.1.4.1.8691.17.1.5.1. |read-only The name of the device |V
2.1.2 we are reading.
voltSensorsValue 1.3.6.1.4.1.8691.17.1.5.1. |read-only The voltage in mV 4
2.1.3
ioDiNumber 1.3.6.1.4.1.8691.17.1.6.1. |read-only Number of digital input |V
1.1 pins in the current
system
diIndex 1.3.6.1.4.1.8691.17.1.6.1. |read-only Reference index of each |V
1.2.1.1 digital input pin
diPort 1.3.6.1.4.1.8691.17.1.6.1. |read-only Port number of the v
1.2.1.2 digital input pin
divValue 1.3.6.1.4.1.8691.17.1.6.1. |read-only Digital input status: 4
1.2.1.3 0 is low, 1 is high
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diTrapEnable 1.3.6.1.4.1.8691.17.1.6.1. |read-write Agent will send a trap
1.2.1.4 message when the
digital input pin status
has changed and this
object is enabled
ioDoNumber 1.3.6.1.4.1.8691.17.1.6.1. |read-only Number of digital output | v
1.3 pins in the current
system
doIndex 1.3.6.1.4.1.8691.17.1.6.1. |read-only Reference index of each |V
1.4.1.1 digital output pin
doPort 1.3.6.1.4.1.8691.17.1.6.1. |read-only Port number of the 4
1.4.1.2 digital output pin
doValue 1.3.6.1.4.1.8691.17.1.6.1. |read-write Digital output status: 4
1.4.1.3 0 is low, 1 is high
uartNumber 1.3.6.1.4.1.8691.17.1.6.3. |read-only Number of internal 4
1 UARTSs in the current
system
uartIndex 1.3.6.1.4.1.8691.17.1.6.3. |read-only Reference index of each |V
2.1.1 UART port
uartType 1.3.6.1.4.1.8691.17.1.6.3. |read-write UART mode: 4
2.1.2 0 is RS232,
1 is RS485 2-wire,
2 is RS422,
3 is RS485 4-wire
usbNumber 1.3.6.1.4.1.8691.17.1.6.4. |read-only Number of ports,
1.1 regardless of their
current state, in the usb
general port table
usbDevicelndex 1.3.6.1.4.1.8691.17.1.6.4. |read-only The index is identical to
1.3.1.1 usbPortIndex for the
corresponding USB port
usbDeviceVendorID |[1.3.6.1.4.1.8691.17.1.6.4. |read-only The USB device port
1.3.1.2 vendor HEX-formatted
string, as it is provided
to the USB host by the
USB device
usbDeviceProductID |1.3.6.1.4.1.8691.17.1.6.4. |read-only The product ID
1.3.1.3 HEX-formatted string as
it is provided to the USB
host by the USB device
usbDeviceActiveClas |1.3.6.1.4.1.8691.17.1.6.4. |read-only Returns the USB Device
s 1.3.1.4 Class type of the active
configuration
usbPlugTrapEnable 1.3.6.1.4.1.8691.17.1.6.4. |read-write Agent will send a trap
1.4 message when a USB
device is inserted or
removed, and this object
is enabled
moxaSystemTrapIP |1.3.6.1.4.1.8691.17.1.9.1 |read-write Set Trap IP address 4
moxaSystemTrapCo |1.3.6.1.4.1.8691.17.1.9.2 |read-write Trap community 4
mmunity
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HOST RESOURCE OID Table

The following table shows Host Resource OIDs.

Item Name oID MAX-Access Description Support
hrProcessorTable 1.3.6.1.2.1.25.3.3 read-only Show CPU usage 4
hrStorageTable 1.3.6.1.2.1.25.2.3 read-only Show disk and memory |

usage
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