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Introduction

Thank you for purchasing a Moxa DA-681A panel computer running the Windows 7 Embedded operating

system. The Windows 7 Embedded OS provides a simple and familiar development environment for a variety
of industrial applications.

O Software Components



DA-681A Series Windows Software Introduction

Software Components

The following software components of the Windows Embedded Standard 7 OS come pre-installed on the
DA-681A computer.

Windows Embedded Standard 7 (WS7E)
Core OS:

= 64-bit support

= Remote Client

= Remote Procedure Call

Applications and Services Development:
= .Net Framework 3.5

= Remote Desktop Protocol 7.1

= COM OLE Application Support

= COM+ Application Support

* MSMQ

Internet Services:

= Internet Explorer 8.0

«1IS7.0

File Systems and Data Store:

= Windows Data Access Components

= Windows Backup and Restore
Diagnostics:

= Common Diagnostic Tools

« Problem Reports and Solutions

Fonts: Chinese (Trad. and Simp.), Japanese, Korean, Western, Middle Eastern, South East Asian, and South
Asian Fonts

Graphics and Multimedia:

= MPEG DTV-DVD Audio Decoder (MPEG-2, AAC)
= MPEG Layer-3 Audio Codecs(MP3)

= MPEG4 Decoder

* Windows Media Video VC-1 (WMV) Codecs
= DirectX and Windows Device Experience

= Windows Media Player 12

International:

= IME Simplified Chinese Support

= IME Traditional Chinese Support

= IME Japanese Support

= IME Korean Support

Management:

= Group Policy Management

= Windows Management Instrument (WMI)
= Windows Update
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Networking:

= Extensible Authentication Protocol (EAP)
= Internet Authentication Service

= Telnet Server

= Bluetooth

= Domain Services

= Network Access Protection

« Network and Sharing Center

« Quality of Service

= Remote Access Service (RAS)

« Telephony API Client

= Windows Firewall

= Wireless Networking

Security:

= Credential Roaming Service

= Credentials and Certificate Management
« Windows Authorization Manager (AZMAN)
= Windows Security Center

= Active Directory Rights Management

* Security Base

* Encrypted File System (EFS)
Embedded Features:

= Enhanced Write Filter (EWF)

« File-Based Write Filter (FBWF)

= Message Box Default Reply

* Registry Filter

= WSDAPI for .NET

Embedded Self-Health Diagnostic Software: SNMP-based remote scripting layer for monitoring, reporting,
and control

1-3
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System Initialization

In this chapter, we describe how to initialize the system settings on the DA-681A computer when booting up for
the first time.
The following topics are covered in this chapter:

O Overview

» Initializing User Settings
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Overview

As with most laptop computers, you need to select a user name and create a user account to enable the
embedded computer to work. Take the following steps to do this:

Initializing User Settings

1. When you boot up the embedded computer for the first time, enter a user name for the computer.

@ o SetUpWindows

£7 Windows Embedded
Standard 7

Choose a user name for your account, Your computer's name is managed by your organization’s
system administrator.

Type 2 user name (for example, John):

Copyright @ 2010 Microsoft Corporation. All ights

2. Type in a password, and then retype the password. You may also type a password hint that you can refer

to if you forget your password. If you do not want to set a password, leave all three fields blank. Click Next
to continue.

@ o SetUp Windows

Set a password for your account

precaution that helps protect yo

ssword is o smart security your user account from
unwanted users, Be sure to remember your password or keep it in a safe place.

Type a password (recommended):
Retype your password:

Type 2 password hint:

Choose a word or phrase that helps you remember your password,
I you forget your password, Windows will show you your hint.

2-2
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System

Initialization

3. Select a windows update option.

€5 o1 setUpiindous

Help protect your computer and improve Windows automatically

Use recommended settings
Tnstal updtes, help mak: safer check

online for solutions to problems, and help Microsoft improve Windows.

@ Install important updates only

Only install security updates and other important updates for Windows.

@ Ask me later
Until you decide, your computer might be vulnerable to security threats.

Leam more sbout each option

When you istall updates only, is sent to
Microsoft. The information is not used to identify you or contact you. To turn off these settings
later, search for "Turn off recommended setting'in Help and Support. Read the privacy statement

4. Select the computer’s current location. Windows will automatically apply the correct network settings based

on the type of network you select.

e o SetUp Windows

Select your computer's current location

This computer is connected to a network. Windows will automatically apply the correct network
settings based on the network's location.

Home network
I all the computers on this network are at your home, and you recognize them, thisisa

trusted home network. Don't choose this for public places such as coffee shops or
airports.

Work network

I all the computers on this network are at your workplace, and you recognize them, this
is a trusted work network. Don't choose this for public places such as coffee shops or
airports.

Public network
I you don't recognize all the computers on the network (for example, you'rein a coffee

shop or airport, oryou thisisa

I you aren' sure, select Public network.

2-3
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5. At this point, you can start using your DA-681A embedded computer.

Moxa, Your Trusted Partner
in Industrial Computing Solutions.

Reliable Networks Sincere Service
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Configuring the Serial Interface

In this chapter, we describe how to configure the DA-681A’s serial interface.
The following topics are covered in this chapter:

O Overview

O Configuring the Serial Interface Mode
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Overview

The DA-681A supports the following serial modes: RS-232, RS-485-2-wire, and RS-422/485-4-wire.
These modes can be configured as either COM1 or COM2.

Configuring the Serial Interface Mode

Take the following steps to configure the serial interface mode:

1. Right-click the port you would like to configure, and then select Properties.

=5 Device Manager

File Action View Help
e @B HE|®| E %S

| > #.L:", Huran Interface Devices
» gy IDE ATA/ATAPI controllers
» iz Keyboards

b B Mice and other pointing devices

» | Monitors

&% MOXA Embedded Drivers

a7 Multi-port serial adapters

T MOXA CP-104)U Series (PCI Bus)
7 MOXA CP-118U Series (PCI Bus)
- -F Network adapters

4.7 Ports (COM & LPT)

Update Driver Software...
Disable
Uninstall

Scan for hardware changes

Properties
b D Processors
‘-'-." Ramdisk
o oM Sustem devices
Opens property sheet for the current selection.
2. Select the Port Settings tab.
MOXA Communication Port 1 (COM1) Properties =3
H Fort Settings | Driver | Details
Interface |RS232 |
Boud Rete: [T ~
Data bits: |B j
Parity: [None -]
U
Stop bits: |'I ﬂ
How contral: |None j
L

0K || Cancel
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3. Select the serial mode you would like to use from the Interface dropdown box.

MOXA Communication Port 1 (COM1) Properties 28—

' General | Port Settings | Driver | Details

Intefface |RS232 LI
R5232
Baud Rate:
RS422/R5485-4W
Dzta bits: IB ;I
Parity: INone

Stop bits: I'I

Lol Lol Lo

Hlow contral: INone

[ ok || cance |

4. Check to make sure that the serial interface is correct.

MOXA Communication Port 1 (COM1) Properties 5
Port Settings | Driver | Details
itortoce [T -]
Baud Rate: IBGDD ;I
Data bits: IB LI
Parity: INone LI
I Stop bits: |1 ;I
Flow control: INone LI
i
oK || Cancel
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Enabling Embedded Filters

In this chapter, we describe how to enable the DA-681A’s embedded filters.
The following topics are covered in this chapter:

O Enhanced Write Filter

» Overview

» Enabling Enhanced Write Filter

» Committing Data and/or Disabling EWF
O File-Based Write Filter

» Overview

» Configuring File-Based Write Filter
» Excluding Files from FBWF Protection
>

Managing Temporary Files Cached in the Overlay
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Enhanced Write Filter

Overview

Enhanced Write Filter (EWF) provides a means for protecting a volume from unauthorized writes by making the
main OS drive a write-protected volume, effectively making the system a read-only system for most users. This
gives much stronger protection against malicious computer code like trojans, worms, and viruses.

Enhanced Write Filter (EWF) allows Windows 7 users to protect all of the data on their storage drive from
permanent changes of any sort, at the lowest level of hardware protection available: the bit level. EWF allows
the operating system (OS) to boot from the hard disk, but protects the system by creating a virtual file system
called an overlay. All writes to an EWF-protected volume (the hard disk, in Fig. 1) are only recorded on this
virtual overlay (the EWF Volume, in Fig. 1), which is stored independently in random access memory (RAM).
Because EWF does not write data directly to the hard disk but instead only records system writes to this virtual
RAM overlay, any data that is “written” during system operation will disappear upon the next re-boot. This
approach allows the system to operate as if it is writeable when in reality all OS and user-space file systems are
stored in a permanent, read-only state. If desired, the data written to the overlay can be committed to the
protected volume, but this requires additional setup and permissions that can only be granted by the
administrator. Refer to the following figure (from Microsoft) for an overview of the EWF structure.

File resd faite File readinite File readiarite

. kg

COFS ArEE FAT
.1. - d I. ol L S . | - i
Ry
2 t |
i R
Bl 1,  EWF volume
Fead & Fead &
| | : | ; Commit :
|CDRom dass driver | | Disk dass driver -|~-
. . i
|Read
| L ite
- PR, :
El-Torito Hard disk

CO-ROm

For more detailed information about EWF configuration and usage, refer to any of the following resources:

= Visit Microsoft’'s EWF Volume Configuration help pages.

= See Microsoft's EWF overview on the official Microsoft EWF help pages.
= See Microsoft’s detailed description of EWF modes on the EWF help pages.
= See Microsoft’'s detailed description of the EWF API.

e For EWF commands, refer to the MSDN web site:
http://msdn.microsoft.com/en-us/library/ms940853%28v=winembedded.5%29.aspx
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Enabling Enhanced Write Filter

Follow these steps to enable Enhanced Write Filter:

1. To open the EWF control dialog, open the system tray (located in the lower right corner of the desktop) and

then right-click the padlock icon.

a iC: Dhsabled i
@ | Vo

Customize...

E |." IiJ___' |":II

*

~ saspMm | |
6/18/2013

2. Select the volume you wish to enable write-protection on by selecting the partition (A) in the Volume
Information dialog, and then pressing the Configure button (B) in the lower left section of the dialog.

Enhanced Write Filter: Overview

Volume information

B

RAM (Reg) Disabled

Mo command

Show volume details. ..

HORM information
HORM state: Disably

Configure...

Overlay information

Overlay size:

Space available:

Show overlay details. ..

Cloze
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3. After opening the configuration dialog, select Enable from the Pending command dropdown list and then
click OK.

Enhanced Write Filter
Configuration

MName Qverlay Type State Pending Command
C: RAM (Reg) Disabled Enable

Pending command: | |£

[ HORM support

[ ok || cance || spply |[ Hep

Reboot the system.
After logging in to the desktop environment, open the system tray (located in the lower right corner of the

desktop) and check to verify that the padlock icon now shows that the drive volume is locked down with
EWF.

6/18/2013
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Committing Data and/or Disabling EWF

When EWF is enabled on a drive, you will need to use a special process to write data to the hard drive. Writing

data to the drive in this situation is called a Commit. Note that you must have administrator privileges to
commit data to the drive.

1. Open the EWF control dialog by right-clicking on the padlocked drive in the system tray (located in the lower
right corner of the desktop).

a8

2. Once the EWF control dialog is open, select the drive you wish to operate on, and then click the Configure
button in the lower left corner of the window to open the EWF Configuration page.

Enhanced Write Filter: Overview
Volume information
Mame Overlay Type State Pending Command
[ RAM (Reg) Enabled Mo command

Show volume details. ..

HORM information CQverlay information

HORM state: Disabled Overlay size:
Space available:
[ Configure... ] Show averlay details. ..
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3. Once the EWF control dialog is open, select the drive you wish to operate on from the upper window of the
dialog, and then click on the Pending Command drop-down menu below. There are four choices:
No Command
Disable: Disables EWF on the selected drive. Be aware that the system will automatically reboot if you
select this command.
Commit: Writes all current changes to the system data to the hard drive.
Commit and Disable Live: Writes all current data and changes to the system, and also turns off EWF on
the selected drive (so that all future data and system changes will also be committed to the drive, as well).
Selecting this option will NOT automatically reboot your system.

P — .

Enhanced Write Filter @
Configuration
—Lisme DuedazTone State Eevding Command
r (E= RAM {Reg) Enabled Mo command
Pending command: | Mo command -
No command
Disable
Commit
Commit and disable live
[]HORM support
o) Lo [ oo

For more detailed descriptions of these commands, please refer to the Microsoft website shown below:

http://msdn.microsoft.com/en-us/library/ff794092 (v=winembedded.60).aspx

File-Based Write Filter

Overview

This section describes how to use the File-Based Writer Filter (FBWF). Note that when Enhanced Writer Filter is
enabled, the File-Based Writer Filter function will not work.

According to Microsoft:

“File-Based Write Filter (FBWF) allows the Windows Embedded platform to maintain the appearance of read
and write access on write-sensitive or read-only storage. FBWF makes read and write access transparent to
applications.

Writing to storage media may be undesirable or impossible in embedded devices. FBWF redirects all writes
targeted for protected volumes to a RAM cache called an overlay. Used in this context, an overlay is similar to
a transparency overlay on an overhead projector. Any change made to the overlay affects the picture as seen
in the aggregate, but if the overlay is removed, the underlying picture remains unchanged.”

FBWF supports an advanced ESF feature, which allows users to specify which directory to write data to. The
default directory is c:\temp. The advanced feature allows you can read/write data to disk without committing
an action.


http://msdn.microsoft.com/en-us/library/ff794092(v=winembedded.60).aspx
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Configuring File-Based Write Filter

Take the following steps to enable the File-Based Write Filter (FBWF). Keep in mind that although FBWF and
EWF may both be enabled on the same machine, FBWF cannot protect a volume also protected by EWF.

Similarly, EWF cannot protect a volume also protected by FBWF.

1. To open the FBWF overview window, open the system tray (located in the lower right corner of the desktop)

and right-click on the padlock icon.

NOTE

When disabled, the icons for EWF and FBWF are identical. After the dialog opens be sure to verify that you have

opened the correct window.

2. When the overview window opens, you will receive a quick report on the current FBWF configuration. The

screenshot shows what it will look like before it is enabled. To continue with the setup, click the Configure

button

File Based Write Filter: Ovenview

=

Protected wolumes

Current
State Dizabled
Cache compression  Disabled
Cache pre-allocation Disabled
Cache threshold 128 MB

After restart

Dizabled
Digabled
Disabled
128 MB

Show exdusion list...

Runtime information:

RAM used for file data:

[ Configure...

Show cache content. ..

RAM used for directory structure:

0 bytes

0 bytes

Close
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3. The FBWF configuration window is considerably more complicated than the EWF setup. To enable FBWF
protection on your main storage drive, you will need to enable the filter by ticking Filter state enabled (A)
and Cache pre-allocation enabled (B). Next, select the drive you want to protect from the Volume
Configuration menu (C) and then click on the Protect button. Finally, click on Apply (E), or OK to set the
FBWF configuration.

Cache compression can be used on the overlay cache to minimize the amount of memory used. Cache
compression decreases performance when accessing protected volumes, and cannot be used with
pre-allocation. Cache pre-allocation sets the memory space available for the overlay cache when the
system starts up, instead of adjusting it as needed. It cannot be used with cache compression. The cache
threshold specifies the amount of memory that can be used by the write filter for the overlay cache. The
default value and size limits for the overlay cache vary by operating system.

Ent
Filter state enabled urrently: Disabled
Cache compression effabled
I Cache pre-allocation enabled I Currently:
Cache threshold: 128 = MB C
Wolume configuration
Volumes State After reboot D

2

Unprotected  Unprotected

E

[ OK J [ Cancel ’ Apply ’ Help

Reboot the system.

Once again, open the system tray (located in the lower right corner of the desktop) and verify that the
padlock icon now shows that FBWF is enabled. The icon should have changed to a padlock displaying the
number 10, as shown in the figure at right.

Protected:
C:
B 4| =
=,
&
Customize...
A [
A
b/ 1A
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Excluding Files from FBWF Protection

1. Click on the FBWF icon (in the desktop systray) to open the Overview dialog. Click on Configure to switch

to the configuration interface.

File Bazed Write Filter: Overview

(el

Current  After restart
State Enabled Enabled
Cache compression  Disabled Disabled
Cache pre-allocation Enabled Enabled
Cache threshold 128MB 123 MB
Protected volumes  C: C:
[ Show exdusion list... Configure...

[ Show cache content...

Runtime information:

RAM used for directory structure:

RAM used for file data:

8.47 MB

13.5MB

Close

2. Click on the Exclusion List tab. Make sure the correct drive volume is shown in the dropdown menu labeled

Volume name; if not, select the correct volume from the dropdown menu.

Next, you must select the file path you wish to exclude from FBWF protection; doing so will allow the drive

to write to the selected files and directories, so be careful. You may indicate an entire section of the file tree

by selecting an entire file path, or you may select individual files.

To select individual files, click on the Browse button (marked with ellipses, in the lower right corner, as

shown below) to open a Windows Explorer interface.

==

File Based Write Filter
Configuration | Exdusion List | Cache Content
Volume name:
Path
Add path: c\temp Remove
o) [oma ][ o
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3. Navigate to the file(s) you wish to exclude from FBWF protection, select the file, and then click Open to
enter the path into the exclusion dialog. Windows Explorer will be closed, and you will be returned to the

Exclusion List interface shown in step 2.

Add exclusion list entry @
-
@uvl + Computer + OS(C) » Windows » Syster32 * -4
Organize ~ New folder =~ O @
=
¢ Favorites = Name Date modified Type =
H _ . o
P Desktop 2] wscapidil 11/20/20101221 .. Applic
& Downloads %] wscinterop.dil 2009 1:16 AM Applic
| Recent Places %] wscisvif.dil 4/2009 1:16 AM Applic
] wsemisetup.dil T/14/20001:16 AM  Applic
4 Libraries siv— - —
%] Decuments = @ wscript 7/14/20091:14 AM  Applic
J’ Music == —
[ Pictures (%] wscui.cpl 7/14/20091:14 AM  Contre
52 Videos %] WSDApi.dIl Applic
%] wsdchngr.dil Applic
/8 Computer | [ wsDEWSProxy.DLL Applic[ 1]
% WSDMen.dil 7/14/20091:16 AM Applic ~
€ Network - |4 m | +
File name: wscript v

4. You should now see the file or file path you selected for exclusion listed in the Add Path dialog, at the
bottom of the Exclusion List tab. Click the add button (+) to add the path or file to the exclusion list.

File Based Write Filter (23]

- Exdusion List | Cache Content
Volume name:

Path
‘Regfdata Exduded until reboot

I Add path: Windows\System32\wscript.exe BI Undo

Coc ) Com ][ o

5. After adding a file or path to the exclusion list, you should see it listed in the Path window. If the file does

not appear, then it has not yet been added.

File Based Wiite Filter =

- Exdusion List | Cache Content
Volume name:

Path
‘Regfdata Exduded until reboot
Windows\System32\wscript.exe Exduded after reboot

Add path: Windows\System32wscript.exe

E] Undo

OK ] [ Cancel ] [ Apply ] [ Help
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6. Reboot the system for the changes to take effect.

Managing Temporary Files Cached in the Overlay

1.

On the Cached Content tab, you will see all the files currently cached in the RAM overlay. Three commands

are available:

Commit will save a file from the cache to permanent storage, deleting the file from the overlay and

overwriting the original.

Restore will return the file to its original state, removing it from the overlay cache and discarding the

changes that caused it to be added to the cache.

Add to exclusion list adds the file to the exclusion list after the next restart. Because this makes the file

read-only, if it is executed on the wrong file it may render your system or particular applications inoperable.

File Based Write Filter

| Configuration I Exdusion List| Cache Content |

(X3

... \W2406WEST_FBWFManagementTool_Oper... 4.00 KB
... \W2406WEST_FBWFManagementTool_Oper... 4.00 KB
... \W2408WES7_FBWFManagementTool_Oper... 4.00KB
... \W2406WEST_FBWFManagementTool_Oper... 4.00 KB
... \W2406WEST_FBWFManagementTool_Oper... 4.00 KB

Volume name:
Path Cache size Il
‘Bootthorm.dat 4,00 KB |i|
linetpub\tempappPools\APC74D2, tmp 72.0KB
Wsers. .. \ExplorerStartuplog_RunOnce.et 16.0 KB
... \1b4dd67f29cb 1962, automaticDestina. .. 12.0KB
... \b3f13480c2755ae. automaticDestinat. .. 28.0KB

The most common usage of the Cache Content filter will likely be to permanently write content to the hard

drive. To do this, select the file you wish to write to permanent memory and click on the commit button.

This will delete the file from the cached overlay and replace the current file in permanent storage with the

modified cache file.

Keep in mind that committing a configuration or application file will permanently alter the setup and/or

performance of the application or system.

File Based Write Filter

| Configuration | Exdlusion List| Cache Content |

==

... \W2408WES7_FBWFManagementTool_Oper...

4| 1

Dot Falr= " 3
Bl
. anagementl ool_Uper...

. W2406WES7_FBWFManagementTool_Oper... 4,00 KB

... \W2406WES7_FBWFManagementTool_Oper... 4,00 KB

... \W2408WES7_FBWFManagementTool_Oper... 4,00 KB

... \W2406WES7_FBWFManagementTool_Oper... 938 KB

. W2406WES7_FBWFManagementTool_Oper... 15.0 KB

... \W2406WES7_FBWFManagementTool_Oper... 43.0 KB

16.0 KB

*

[ Add to exdusion list ][ Restore i Commit
[ ox ][ cancel || ool
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For more details about FBWF configuration and usage, check the Microsoft help file that came with your
computer, or check the following websites:

Go to Microsoft’'s FBWF Installation and Configuration help pages.

Go to Microsoft’'s FBWF overview on the official Microsoft FBWF help pages.
Go to Microsoft’s detailed description of FBWF features on the FBWF help pages.

Go to Microsoft’s detailed description of the FBWF API.


http://msdn.microsoft.com/en-us/library/aa940922(v=winembedded.5).aspx
http://msdn.microsoft.com/en-us/library/aa940926(WinEmbedded.5).aspx
http://msdn.microsoft.com/en-us/library/aa940921(v=winembedded.5).aspx
http://msdn.microsoft.com/en-us/library/aa940917(v=winembedded.5).aspx

S

Examples

In this chapter, we give examples illustrating how to use the DA-681A computer’s various functions.
The following topics are covered in this chapter:

O Setting a Serial Interface Mode
O LED Indicators
0 Watchdog



DA-681A Series Windows Software Examples

Setting a Serial Interface Mode

This script allows you to select and query the communications standard used on a particular serial interface.

1. Copy the following files from the product software DVD.
mxsp.dll: \DVD\DA-681A-W7E V1.0\examples\lib\mxsp\
mxGenerallo.dll: \DVD\DA-681A-W7E V1.0\examples\lib\MxGenerallo\
Seriallnterface.exe: \DVD\DA-681A-W7E V1.0\examples\Release\

2. Execute Seriallnterface.exe.

Bl Administratar Ch\MWindowshsystermn32hemd.exe - Seriallnterface.exe o || B ER

C-~Sample>Seriallnterface._exe

Serial Interface Test Program
(@A) Exit Program
(1> Display Serial Interface
(2> Set Serial Interface

3. Type 2 to set the serial interface, and then follow the onscreen instructions.

B Adrministrator: Command Prompt - Seriallnterface exe === @

C:xSample*Seriallnterface.exe
Serial Interface Test Program
(8> Exit Program
(1> Di=splay Serial Interface
2> Set Serial Interface
2
input the Port Mumber <1 ™ 22 =

Input the value (B:R5232,. 1:R5485-2W. Z:R5422 3F:R5485-4W > =

et serial interface successt
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4. Type 1 to display the current serial interface settings.

BN Administratar: Command Prompt - Seriallnterface. exe

C:xSample*Serdiallnterface.exe

S“erial Interface Test Program
(A Exit Program
(1> Display Serial Interface
(2» Set Serial Interface

RE485-21
R5232

LED Indicators

This script reports on and controls the LED state by switching it on or off.

1.

Copy the following files from the product software DVD.

mxgpio.dll: \DVD\DA-681A-W7E V1.0\examples\lib\mxgpio\
mxGenerallo.dll: \DVD\DA-681A-W7E V1.0\examples\lib\MxGenerallo\
LED.exe: \DVD\DA-681A-W7E V1.0\examples\Release\

Execute LED.exe.

BN Administrator: Command Prompt - led

(A Exit Program
1> Display LED
2> Set LED value

5-3




DA-681A Series Windows Software Examples

3. Type 1 to display the current LED value.

BN Administrator Command Prompt - led =nae @

C:sSample >led

LED Test Program
B> Exit Program
(1> Di=splay LED
(2> Bet LED value

4. Type 2 to set the LED value, and then follow the onscreen instructions.

BA Adrministratar: Command Prampt - led = || == @

C:xSample>led
LED Test Program
(A» Exit Program
1> Display LED
b ¢2» Set LED value
Input the value (B:disahle 1:enable> =
et led signal success?

Watchdog

This script reports on and controls the Watchdog state by switching it on or off.

1. Copy the following files from the product software DVD.
mxgpio.dll: \DVD\DA-681A-W7E V1.0\examples\lib\mxgpio\
mxGenerallo.dll: \DVD\DA-681A-W7E V1.0\examples\lib\MxGenerallo\
Watchdog.exe: \DVD\DA-681A-W7E V1.0\examples\Release\

2. Execute Watchdog.exe.
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System Backup

In this chapter, we describe the system recovery process you should follow if your system becomes unstable.

The following topics are covered in this chapter:

a
a

Overview

Setting Up the Recovery Environment

Setting Up a Factory Default Recovery Image

>
>
>
>

Step 1:
Step 2:
Step 3:
Step 4:

Prepare the USB drive
Setting the BIOS to Boot via USB
How to Perform a System Recovery

Reset the BIOS to its Original State

Creating a Custom System Image
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Overview

In this section, we describe how to prepare your computer for recovery in the event of system instability. You
can perform two types of system recovery, from one of two system images: a clean factory default image, or

a user-generated image created from a fully configured, fully set up system.

Before you implement a system recovery, you should prepare the system environment in advance.

Setting Up the Recovery Environment

To set up the recovery environment on a DA-681A computer, you will need an 8 GB (min.) USB drive and a copy

of the recovery suite.

For the recovery procedure itself, you will only need a DA-681A computer and a USB drive. The following

procedure describes the basic process of setting up the system recovery environment.

1. First, the recovery programs and system image file will be copied over to the USB drive, and the drive will
be set up as a live-drive system, with an ISO image of the boot environment.

2. The system will be re-booted, and the BIOS will be manually configured to boot the recovery system from
the USB port.

3. An image of the current software system will then be created on the USB drive. The recovery environment
will use this image when restoring the system.

4. The system will be re-booted again, and the BIOS returned to its original state.

Setting Up a Factory Default Recovery Image

Step 1: Prepare the USB drive

1. Load the software DVD that came with your DA-681A computer and execute tuxboot-windows-23.exe
from the software DVD\recovery\DA-681A-W7E_Recovery folder. Select Pre-Downloaded, and click
the button marked with an ellipsis (...) to browse the file system and find the location of the boot

environment’s 1SO image.

M Tuxboot ——— g

) On-Line Distribution | clonezilla_live_skable [v| |current v pdate

« Clenezilla
Homepage: bttp:/fclonezila,orgl
Description: CloneZilla live is a distribution used For disk backup and imaging. The stable branch of Clonezilla live
are based on Debian
Install Motes: CloneZilla live is booked and run in live mode; no installation is required to use ik,
Download Path: Clonezilla Live Skable at SourceForge

{(*) Pre Downloaded 150 [ I E

[] shiow all Drives (Use with Cared [ Save IS0 file MDS Check:

Tvpe: 3B Drive _._V.: Drive: [Fih b I K, H Cancel I

6-2



DA-681A Series Windows Software

System Backup

2. Navigate to\recovery\on the software DVD and select the boot environment’s 1SO image.

[ { =|ul=] |ﬁ1
= - -
@U’r | <« recovery b v|¢?|\| Search recovery L
Organize v Burn MNew folder = - n_.] ‘g‘
E 5 Name ’ Date modified Type Size
{ Favorites :
Ml Desktop osimage File folder
& Downloads | B clonezilla-live-2.0.1-15-1686-pae-moxa-2.0.0.iso I WinRAR archive 1141
. Recent Places #1 tuxboot-windows-23.exe Application 517

3. Select USB Drive from the Type dropdown box (lower left-hand corner), and then select the drive letter
that corresponds to the USB drive from the Drive dropdown box. Click OK to copy the boot environment

and bootloader to your USB drive.

M Tuxboot

i) On-Line Distribution | clonezilla_live_stable |%| current

‘< Cleneziila
Homepage: http://conezila.orgf

are based on Debian
Install Motes: CloneZilla live is booted and run in live mode; no installation is required to use it,

Download Path: Clonezila Live Stable at SourceForge

150 [w} | [:12011-06-15-13 clonezilla-live-1.2. 8-46-i686.is0

MDS Check

(*) Pre Downloaded
[] save 150 File

[ show all Drives {Use with Care)

|V pdate

Description: Clonedilla live is a distribution used For disk backup and imaaing. The stable branch of Clonezilla live

I

OF,

B

H Cancel I

|I Type: |LUSE Drive 'rVI Drive: (Fi

4. Click Exit; the boot environment and bootloader will be copied to your USB drive.
M Tuxboot o z

1. Dawnloading Files (Done)

2. Extracting and Copying Files (Done)

3. Installing Bootloader (Done)

4. Installation Complete, Reboot {(Current)

After rebooting, select the USE boot option in the BIOS boot menu.
Reboot now?

Reboot Mow Exit

I
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5. When finished, click OK. Note that because of the file system naming conventions used, for any given
computer only a single recovery image may be used on any given USB drive.

6. From the desktop, manually copy the directory containing the base OS from the software DVD over to the
USB drive. That is, copy
#:\<SoftwareDVD>\recovery\DA-681A-W7E_Recovery\Clonezilla\os_image to the partition
image directory, F:\home\partimag\, on the USB drive.

However, if you would like to recover from your own system image, you first need to perform a system
image backup. Refer to the section below, Creating a Custom System Image, for details.

At this point, Step 1 has been completed, and you should proceed to the next section, Step 2: Setting the
BIOS to Boot via USB.

€9 BT T
i Jpd << NEWVOLUME (D) » home » partimag »

Organize » 7 Open Share with Mew folder == - _|_] 0

7 Favorites Name Date medified Type Siz
B Desktop os_image 6/15/2014 5:58 PM_ File folder

4 Downloads

= Recent Places

=l Libraries

=| Documents

m

@' Music
k| Pictures

E Videas

M Computer
&, Local Disk (C:)
e NEW VOLUME (T

t'Ll_-l Metwork
- 4 m 3

os_image Date modified: 6/15/2014 5:58 PM
File folder

Step 2: Setting the BI1OS to Boot via USB

In this step, you will reset the BIOS so that the system boots directly from the USB. This must be done before
the rest of the system recovery environment can be configured.

1. Reboot the system, and, during the POST process, press F2 until you hear a long beep. Click SCU to
enter the BIOS setup menu.

2. Use the left/right arrow keys to navigate to the Boot menu, and then press Enter.
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3. Use the up/down arrow keys to navigate to the Legacy link, and then press Enter.

L egacy

F5/F6
Enter

4. Use the up/down arrow keys to navigate to the Boot Type Order link, and then press Enter.

Boot Type Order

F5/F6
Enter

5. Use the up/down arrow keys to navigate to the USB link, and then use the plus/minus (+7/-) keys to move
“USB” to the first boot priority position.

F5/F6
Enter
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Step 3: How to Perform a System Recovery

In this step, we provide instructions on how to perform a system recovery. We include this as step 3 of the
installation so administrators can first perform a test run before deploying the system to the field.

To begin the system recovery, you will first need to have prepared the BIOS as described in the previous
section Step 2: Setting the BIOS to Boot via USB, just above. After preparing the BIOS, connect the USB
recovery drive to any of the DA-681A’s USB ports and then reboot the computer. If you have successfully
prepared the USB and BIOS, the computer will boot into the Clonezilla boot loader, from the USB.

1. Select clonezilla live restore disk to boot into the system restoration environment.

Moxa System Save & Restore Utility (U1.8.8)

clonezilla live restore disk

2. Wait until the boot process is finished.

.1535221 [sdal Attached SCSI disk

.1637261 =d 0: : [sdb] Attached 3CSI disk

2879411 =d 0: : Attached scsi generic =g0@ type O

.310750] =d 0:0:1:0: Attached =zcsi generic =gl type O

.334915] =r 1:0:0:0: Attached scsi generic =g2 type 5

: Loading essential drivers ... [ 5.690577]1 Atheros(R) LZ Ethernet Driver — versiom 2.2.3
.692430]1 Copyright (c) Z007 Atheros Corporatiom.

7767701 Broadcom NetXtreme II 5771x 10Gigabit Ethernet Driver bnxZx 1.62.00-6 (2011.01.30)
.9140141 Btrfs loaded

.955475] device-mapper: wevent:! version 1.0.3

.961407]1 device-mapper: ioctl: 4.19.1-ioctl (2011-01-07) initialised: dm-deuel@redhat.com

! Runming sscripts/init-premount ... done.

: Mounting root file system ... [ 6.178946]1 Uniform Multi-Flatform E-IDE driver

6.186189]1 ide_generic: please use “probe_mask=0x3f" module parameter for probing all legacy ISA
IDE ports

6.913744]1 FAT: utf8 i=s not a recommended I0 charset for FAT filesystems, filesystem will be cas
e sensitive?

7.047997]1 aufs: module is from the staging directory, the gquality is unknown, you have been war

aufs Z.1-standalone.tree-38-rcN-20110228
sscriptsslive-premount ... done.

7.213433] loop: module loaded

7.509770] squashfs: version 4.0 (2009-01-31) Phillip Lougher
sscriptsslive-realpremount ... done.

Begin: Runming sscripts-live-botton
. Begin: Configuring fstab ... done.
Begin: Preconfiguring networking ... done.
[Begin: Loading preseed file ... done.
Begin: Running sscriptssinit-bottom ... done.
INIT: version 2.88 booting
=ing makefile-style concurrent boot in runleuvel 3.
live-config: hostname user-setup sudo locales tzdata keyboard-comfiguration sysvinit sysv-rc initran
fs—tools util-linux login openssh-server_
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3. At this point, the system will remind you that you are about to overwrite your entire operating system with
a new drive image, and ask you if you want to continue. When prompted, enter Y (case insensitive) from
the keyboard to start the system restoration process. Any other letter or Ctrl-C will cancel the recovery

process and exit Clonezilla.

STING DATA HWILL

4. The system will give you another warning that you are about to overwrite your hard drive and erase all data
on the partition listed (sdal, in the example below). If you wish to continue, enter Y (case insensitive).

is machine:

Gl NING!!!
TING DATA IN THIS HARDDI iR WILL BE OVERWRITTENW! ALL EXISTING DATA WILL

5. Wait until the process is finished.

Partclone
Partclone w0.2.23 http://partclone.org

Starting to restore image (-) to device (/dev/sdai)
Calculating bitmap... Please wait... done!

File system: NTFS

Device size: 2.1 GB

Space in use: 1.7 GB

Free Space: 325.4 MB

Block size: 2048 Byte

Used block : 849156

Elapsed: 00:00:42
Remaining: 00:04:03
Rate: 366.11MB/min
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6. At this point, complete the restoration process by selecting (0) Power off to shut down the computer.
However, if the Power Switch remains inserted in the front panel of the computer and is left in the ON
position, the system will fail to shut down and will immediately initiate a soft reboot. To avoid this, you can
use the switch to cut off power to the computer immediately following the shutdown, or simply remove the
power switch from the front panel and use the console to shut down the computer by pressing O.

. done!

or the file

ip notifying it the jo

7. After the computer has powered down, remove the USB drive and store it in a secure place.

Step 4: Reset the BIOS to its Original State

At this point, you will need to return the boot priority to its original configuration so that the system will boot
from the main system storage drive. This is done for two reasons:

= The first reason is for security, since the computer will not be able to be rebooted from unauthorized USB
drives.

= The second reason is because the computer is unable to not boot up from a non-bootable USB drive.
Currently, if the DA-681A is set to boot from the USB drive, then the DA-681A’s boot process will
hang any time a non-bootable USB data drive is inserted into the machine. The DA-681A does not
currently have the ability to distinguish between simple USB data drives and boot-capable OS drives.

Take the following steps to update the boot priority setting:

1. Reboot the system, and, during the POST process, press F2 until you hear a long beep. Click SCU to
enter the BIOS setup menu.
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2. Use the left/right arrow keys to navigate to the Boot menu, and then press Enter.

3. Use the up/down arrows to navigate to the Legacy link, and then press Enter.

Fb/FG
Enter

4. Use the up/down arrow keys to navigate to the Boot Type Order link, and then press Enter.

»Boot Type Order

F5/F6
Enter
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5. Use the up/down arrows to highlight Hard Disk Drive and then use the plus/minus (+/-)keys to move
“Hard Disk Drive” to the first boot priority position.

Boot Type Order

CD/DVD-ROH Dr ive
us8
Others

6. Press F10, and then press Enter to save and exit the BIOS configuration interface. This should initiate the

next reboot, and your system should now boot from the hard drive.

Creating a Custom System Image

In this section, we describe how to create a custom system image so that all of your applications can be kept
and recovered. Using this procedure, you will save to the USB drive a copy of the entire system as it is
currently configured, and to be used as a full system recovery image if the system crashes. All files

under F:\home\partimag\ will be overwritten.

Before proceeding, make sure you have already completed Step 1: Prepare the USB drive and Step 2:
Setting the BIOS to Boot via USB, and then continue with the following steps to create a custom system
image.

1. Once the system has launched and the DA-681A has booted the recovery environment from the USB drive,

navigate to clonezilla live save disk, and then select it by pressing Enter. This will take you into the

recovery image creation environment, allowing you to copy your full system setup to the USB drive.

Moxa System Save & Restore Utility (U1.8.8)

clonezilla live restore disk

clonezilla live =zave disk

Memte & FreeD0S
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2. The DA-681A will now boot into the image creation environment. Wait until the boot process has finished.

.1419411 sd 0:0:1:0: [sdbl Attached SCSI disk
2572771 =d 0:0:0:0: Attached scsi generic sg0@ type 0
.2696911 =d 0:0:1:0: Attached =scsi generic =gl type @
2806681 sr 1:0:0:0: Attached scsi generic sg2 type 5
! Loading essential drivers ... [ 5.7725511 fAtheros(R) LZ Ethernet Driver - version Z2.2.3
7745611 Copyright (c) 2007 Atheros Corporation.
.863196]1 Broadcom NetXtreme II 57Y71x 10Gigabit Ethernet Driver bnxZx 1.62.00-6 (2011,01.-30)
.0059321 Btrfs loaded
0540951 device-mapper: uwevent: version 1.0.3
0597371 device-mapper: ioctl: 4.19.1-ioctl (2011-01-07) initialised: dm—devel@redhat.com

! Bumning sscriptssinit-premount ... done.
! Mounting root file system ... [ 6.2893821 Uniform Multi-Platform E-IDE driver
.3018891 ide_generic: please use "probe_mask=0x3f" module parameter for probing all legacy ISAH|

IDE ports

6.8011411 NTFS driver 2.1.30 [Flags: R-W MODULEI.

6.9142951 NTFS volume version 3.1.
Begin: Rumning ~scripts~slive-premount ... done.
[ ?.3319891 FAT: utfB8 i= not a recommended I0 charset for FAT filesystems, filesystem will be cas
e sensitive!t
[ ?.453369]1 aufs: module is from the staging directory, the gquality is unknown, you have been war
ned .

7.479098]1 aufs Z.1-standalone.tree-38-rcN-20110228

?.6102281 loop: module loaded

?.9051441 squashfs: verzion 4.0 (2009-01-31) Phillip Lougher

sscriptsslive-realpremount ... done.

Begin: Rumming ~scriptsslive-bottom
. Begin: G iguring fstab ... done.
Begin: Preconfiguring networking ... dome.
Begin: Loading preseed file ... done.
Begin: Rumming sscriptssinit-bottom ... done.
INIT: version 2.88 booting
zing makefile-style concurrent boot in runleuel 3.

3. Once the image creation environment has booted up, you will be given a warning and asked if you wish to
continue. Keep in mind that if you create the recovery image, then any residual files currently copied to
the /Zhome/partimag directory will be deleted. If you would like to save any of the files in the USB
partition image directory, you must exit the recovery environment and copy the files to another disk.
Press Y (case insensitive) to continue with the image creation.

nded or

ded or

it in
all found!
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4. At this point, the recovery environment will copy the entire hard drive to your USB drive. This will likely take
several minutes, and could take up to half an hour. Do not remove the USB drive during this time; wait
patiently for the process to finish.

at 0: Input/output error

5. At this point, you can choose to power down the computer (press 0), reboot (press 1), enter a console
terminal (to access a console TTY, press 2), or re-initiate the entire procedure (press 3). Do not remove
the USB drive until you have rebooted or powered down the system.

. done!

WNOT found. M e i g i b ) other boot m: ] or-the file
ted in the

ip notifying it the job
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6. Power down the system and remove the USB drive to complete the process of configuring the recovery
environment. Your OS image is now under USB Folder\home\partimag\os_image. The USB drive

should be clearly labeled and stored in a safe place.

(1| = e S|
'f(-_\ f-)\ - « NEW VOLUME (D:) » home » partimag » - Search partimag pel
QOrganize « A Open Share with + Mew folder 4= - 9
X Favorites Name Date maodified Type Siz
Bl Desktop . os_image 6/15/2014 5:58 PM File folder
4 Downloads

= Recent Places

4 Libraries
5| Documents
J‘- Music
| Pictures

E Videos

m

1M Computer
£, Local Disk ()
o NEW VOLUME (C

G‘ﬂ Metwork

- 4 1 3

os_image Date modified: 6/15/2014 5:58 PM
File folder
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